MADERA COUNTY CONTRACT NO.
(Information Technology: Arctic Wolf Networks via ConvergeOne — Agreement for
Managed Detection and Response Solution)

THIS AGREEMENT is made and entered into this ___ day of Y
2022, by and between the COUNTY OF MADERA, a political subdivision of the State of
California (hereinafter referred to as “COUNTY"), ARCTIC WOLF NETWORKS, INC.
(hereinafter referred to as “AWN”), and CONVERGEONE, INC. (hereinafter referred to
as “"CONVERGEONE").
AGREEMENT
4 TERM. This Agreement shall commence on March 7, 2023 and terminate
on March 6, 2024 (“Initial Term”), with the option to extend the term for one additional
twelve (12) month period (“Renewal Term”), unless sooner terminated.
2. SCOPE OF SERVICES. AWN shall perform those services and accomplish
those task as outlined in the Solutions Agreement, attached hereto as Attachment “A”;
the Managed Detection and Response Solution Terms, attached hereto as Attachment
“B”; and the Service Description, attached hereto as Attachment “C,” each of which are
incorporated herein by reference. CONVEREGEONE shall provide the requested
Solutions in accordance with the Solution Summary/Quote (these terms may be used
interchangeably with the term “Order Form” in the attached documents), attached hereto
as Attachment “D,” which is incorporated herein by reference. Additionally, payment shall
be remitted pursuant to the following:
a) Billing Cycle. The Subscription is payable in accordance with the Invoice
Schedule below. During the first ninety (90) days of the Subscription (the

“Initial Period"), provided Invoice 1 for the Initial Period has been paid in full,



COUNTY may terminate the remaining months of the Subscription period
providing written notice of such termination to Arctic Wolf in accordance with
the notice provisions of the Solutions Agreement. Arctic Wolf must receive
such notice of termination at least ten (10) days prior to the end of the Initial
Period. COUNTY’s termination in accordance with this section will be
effective on the last day of the Initial Period.

b) Invoice Schedule. All payments below are due and payable by COUNTY in

accordance with the Payment Terms listed above.

i. Invoice 1 includes the fees applicable for 1/4" of the Project Total
listed above and shall be invoiced by Arctic Wolf on the Order Form
Effective date.

ii. Invoice 2 includes 3/4!" of the Project Total and shall be invoiced by
Arctic Wolf ninety (90) days following the Order Form Effective Date.
However, Invoice 2 will not be invoiced should COUNTY opt to
terminate in accordance with this section.

3. COMPENSATION AND COSTS. Total compensation paid to

CONVERGEONE is not to exceed One Hundred Eighty Thousand One Hundred Forty
Dollars and Thirty-Four Cents ($180,140.34) for the Initial Term. Payments will be made
in accordance with those applicable terms outlined in Attachment “D.” No payments will
be made directly to AWN. For any Renewal Term, CONVERGEONE must provide any
change in pricing to COUNTY at least thirty (30) days prior to the sixty (60) day deadline
to opt-out of the Renewal Term as referenced in Attachment A, section 12.

4, NOTICES. All notices required by this Agreement between COUNTY and
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AWN shall be in accordance with Section 15.1 of Attachment “A.” All notices required by

“this Agreement between COUNTY and CONVERGEONE shall be in writing and shall be
effective upon personal service or deposit in the mail, postage prepaid and addressed as
follows:

COUNTY CONVERGEONE

Tania Say, Chief Information Officer ConvergeOne, Inc.
Office of Information Technology 4290 W. Brickell Street
County of Madera Ontario, CA 91761

200 West 4t Street

Madera, CA 93637

With Copy to

Karen Scrivner, Clerk of the Board
Madera County Board of Supervisors
200 West 4t Street
Madera, CA 93637
5. INSURANCE. AWN shall obtain and maintain insurance policies in
accordance with Section 15.14 of Attachment “A.”
1
1
I
1
I
I
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I
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1
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IN WITNESS WHEREOF, the foregoing Agreement is executed on the day and

year first above-written.

ATTEST:

Clerk, Board of Supervisors

Approved as to Legal Form:
COUNTY COUNSEL Digitally signed by. Amanda C

S
Am a n d a D;\:Bg; = Amanda C. Savage

email = asavage@lozanosmith.

By com C = US O = Lozano Smith

ACCOUNT NUMBER(S)

J:\wdocs\01246\029\AGT\01008910.DOCX

COUNTY OF MADERA

Chairman, Board of Supervisors

ARCTIC WOLF NETWORKS, INC.

By: ﬂft‘(‘w’/& ;{

(Signature)

Aitbew HN

(Print Name)

Tite: (et Loge! (o bl Ciony/

CONVERGEONE, INC.

By: A
i _' (Signature)
feﬁhen/Mbnteros
(Print Name)

Title: Vice President
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ATTACHMENT "A"



\ ARCTIC

WOLF THE LEADER IN SECURITY OPERATIONS
Arctic Wolf Solutions Agreement — Frequently Asked Questions

Thank you for reviewing the Arctic Wolf Solutions Agreement. We appreciate your interest in becoming a customer of Arctic Wolf.
We hope the below information will help you better understand how Arctic Wolf’s security solutions (the “Solution” or “Solutions™)
contracting model works.

Please note that this information is not considered part of the contract at any time. This is provided for information purposes only.
Who is Arctic Wolf?

e Arctic Wolf'is a cybersecurity company that provides security operations Solutions, including managed detection and
response, managed risk, and managed security awareness to mitigate our customers’ exposure to cyber threats.

e  We offer standard, highly configurable, Solutions to our customers which allows us to leverage the power of scale across our
customer base to deliver cost effective and operationally efficient Solutions.

e  Arctic Wolf’s customers may subscribe to and license for the purchased Subscription Term the right to receive and use, in
whole or in part, the various Solutions offered by Arctic Wolf. All customers subscribing to a particular Solution are on the
same release using the same operational infrastructure and the same security and support operations for such Solution.

Who is the Authorized Partner?

Arctic Wolf leverages its channel partner relationships (its “Authorized Partners”) to resell our Solutions to our customers. The
Authorized Partner may be selected by you or introduced to you by Arctic Wolf.

The Authorized Partners act as the financial arm in our transactions with you. You contract directly with the Authorized Partner
related to purchase and payment of your subscription to our Solutions. The Authorized Partners are not involved in the delivery of our
Solutions and, therefore, are not contemplated in the obligations and liabilities within the Solutions Agreement related to the delivery
of our Solutions to you. You and the Authorized Partner will have separate contractual terms in place to address the financial aspects
of the subscription transaction.

What data do you provide to Arctic Wolf?

Arctic Wolf monitors systems telemetry data received from our customers via the sensors, scanners and agents our customers install
within their environment. The systems telemetry data allows us to identify potential security threats that may impact your
environment. Systems telemetry data may include names, email addresses, phone numbers, usernames, passwords IP Address,
geolocation data, devicelD, and other system log metadata. Arctic Wolf should not receive other more sensitive information,
including the content of your business files, your customer’s business information, social security numbers, financial information, etc.
We trust that our customers have appropriate system and operational controls in place to prevent disclosure of such information to us.

Why does Arctic Wolf reserve the right to change certain terms within the Solutions Agreement?

Like other subscription-based solutions providers, customer-generic terms that apply across our customer base are set forth as url links
within the overarching Solutions Agreement. This allows Arctic Wolf to maintain consistency in the Solutions across its customers.
To address any customer concerns related to this model, Arctic Wolf: (i) provides that the url terms are last in line from an order of
precedence; (i) agrees that we will not materially decrease the features and functionalities during any customer then-current
Subscription Term; (iii) provides notice of the change; and (iv) allows customers to object to any specific modification for the
remaining period of their then-current Subscription Term.

Does Arctic Wolf offer service levels?

Arctic Wolf provides for response time service levels. These service levels can be found in the Managed Detection and Response
Solutions Terms located at https:/arcticwolf.com/terms/. These terms are password protected. Please contact your sales
representative for the password.

©2020 Arctic Wolf Networks, Inc. All rights reserved. | Public
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Does Arctic Wolf offer termination for convenience?

As a subscription Solution, Arctic Wolf does not allow for termination for convenience. Arctic Wolf relies on committed subscription
terms, in part, to manage our dedicated CST resource model.

We have special data security requirements. Can we include our security and privacy requirements in
the Solutions Agreement?

We are unable to include customer specific data security requirements in our Solutions Agreement. We offer a consistent Solution
across our customer base. Arctic Wolf maintains the same IT security controls and processes for all customers. These controls and
processes are reflected in our SOC2 Type II Report and its ISO 27001 certification.

Where is the Statement of Work for the services described in the Solutions Agreement?

Arctic Wolf’s provides a subscription Solution that, depending on the Solution, is comprised of hardware, software and services. All
designated components of the Solution are required to use and receive the Solutions. While services are an important part of the
Solution, we do not define the services component of the Solutions as separate “professional services”. Unlike a traditional
professional service offering, the services do not include deliverables and are not subject to acceptance.

Can we make changes to the Beta Terms?

Because participation in the beta programs is completely voluntary and there is no cost for participation, we do not agree
to modifications to the beta terms.

We are a Covered Entity under HIPAA. Can we use our Business Associate Agreement?

Arctic Wolf should not receive PHI during the delivery of the Solutions to you, nor does Arctic Wolf process PHI on your behalf.
Accordingly, Arctic Wolf is not a business associate under HIPAA. Arctic Wolf appreciates that certain customers may take a
conservative approach and require a business associate agreement (BAA) to cover the exchange of any inadvertently disclosed PHI
provided during our relationship. Given this, Arctic Wolf is amenable to execution of its template BAA in which each party’s
liabilities and requirements are strictly construed to HIPAA requirements and incorporates such terms by url reference in the Solutions
Agreement.

(For information purposes only, this FAQ does not form part of any contract)

Arctic Wolf Networks —Solutions Agreement
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SOLUTIONS AGREEMENT
(via Authorized Partner)

This Solutions Agreement (the “Agreement’) is a legal agreement entered into by and between the Customer identified in the signature block
below (“Customer”) and Arctic Wolf Networks, Inc. (“Arctic Wolf') and governs any order forms, quotes, or other ordering document executed
by the Customer (“Order Form") that reference this Agreement. An Order Form will be issued to Customer by an Arctic Wolf authorized partner
(“Authorized Partner’). This Agreement is effective on the date last executed in the signature block below (the “Effective Date"). This Agreement
permits Customer to purchase subscriptions to the Solutions, as defined below, identified in the Order Form from its Authorized Partner and sets
forth the terms and conditions under which those Solutions will be delivered. The Agreement consists of the terms and conditions set forth below,
any attachments or exhibits identified herein and any Order Forms that reference this Agreement. If there is a conflict between the terms below,
the Order Form, or the terms set forth in an URL referenced herein (such URL terms, the “Terms”), the documents will control in the following
order: the Order Form, this Agreement, and the Terms. Any capitalized terms not otherwise defined herein will have the meaning set forth in the
Solutions Terms.

In consideration of the mutual covenants and agreements contained herein, and other good and valuable consideration, the receipt and sufficiency
of which are hereby acknowledged, the parties agree as follows:
1. Scope.

11  Solutions. Customer will purchase and Arctic Wolf, together with its Affiliates, will provide the specific products and services (each a
“Solution” or collectively, “Solutions") as specified in the applicable Order Form. For purposes of this Agreement, “Affiliate” means any
company or other entity, which directly or indirectly controls, is controlled by or is under joint control with Arctic Wolf.

A Solution will be comprised of the following components:

Managed Detection & Response Managed Risk Solution Managed Security Awareness
Solution / Managed Security
Awareness+ Solution
Software The object form of any software, The object form of any software, N/A
including any operating system including any related to virtual
software included in the Equipment, Equipment, if applicable, any
and add-ons offering enhanced operating system software included
features and functionality made in the Equipment, and add-ons
generally available to Arctic Wolf offering enhanced features and
customers from time-to-time functionality made generally
available to Arctic Wolf customers
from time-to-time
Equipment Virtual appliances or physical sensors Virtual appliances or physical N/A
scanners
Content N/A N/A Online access and download
rights, if licensed by Customer,
to Customer learning content
and Content Compliance Pack
within the Administrator
Dashboard and/or Content
Library
Content Management N/A N/A Access to and use of a cloud-

Unlimited data ingestion
Access to the Customer Portal
Use of the Arctic Wolf Agent

90-day Log Retention (unless another
retention period is purchased by

Access to the Customer Portal
Use of the Arctic Wolf Agent

Hosting Environment based learning management tool
(the “Administrator Dashboard”)
and metrics related to the use of
the Content by Customer’s users

Services Support, onboarding services, and Support, onboarding services, and Support, onboarding services,

services provided by Security services provided by Security and Content modification
Services, all as described in the Services, all as described in the services, all as described in the
Solutions Terms (defined below) Solutions Terms (defined below) Solutions Terms (defined below)
Professional Services As agreed by the parties in As agreed by the parties in As agreed by the parties in
accordance with Section 3 accordance with Section 3 accordance with Section 3
Platform One (1) vSensor 100 series Unlimited data ingestion N/A

Arctic Wolf Networks -Solutions Agreament
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Customer and set forth on an Order
Form)

1.2 License Grant. The Solutions are provided on a subscription basis for a set term designated on the Order Form (each, a “Subscription
Term") for the one-time costs and subscription fees set forth therein (the “Fees"). Provided Customer is in compliance with the terms of this
Agreement, including payment of Fees, Arctic Wolf grants to Customer a limited, non-transferable, non-sublicensable, non-exclusive right and/or
license during the Subscription Term, to the extent a component of the Solutions being licensed by Customer as set forth in Section 1.1 above,
to:

(i) Install, use and access the Software,

(ii) Use the Equipment for purposes of the use of the Solutions,

(i) Obtain and use the Services in conjunction with Customer's use of the Solutions,

(iv) Load Customer's users and associated information for delivery of Content and use of the Administrator Dashboard,

(v) Access the Customer Portal and/or Administrator Dashboard, as applicable, subject to the Privacy Notice located at

https://arcticwolf.com/privacy-policy-for-customer-portal-users/, as may be updated from time-to-time in accordance with Section
13 below (the “Privacy Notice”),

(vi) Access and use the Platform features and functionality,
(vii) Use Arctic Wolf Trademarks included in the Content in accordance with the Solutions Terms, and
(viii) Distribute, display, transmit, and, if licensed by Customer, download certain Content in electronic format.

Customer may access and use the Solutions, and any Documentation associated therewith, solely for its own internal business purposes and in
accordance with the terms and conditions of this Agreement, such associated Documentation, any scope of use restrictions and license counts,
including by server, user, or such other licensing metric designated in the applicable Order Form, and the Solutions Terms found at
https://arcticwolf.com/terms/solutionsterms/, as may be updated from time to time by Arctic Wolf in accordance with Section 13 herein (the
“Solutions Terms”). "Documentation” means user manuals, training materials, product descriptions and specifications, and other printed
information relating to the Solution, as in effect and generally available from Arctic Wolf, but expressly excluding marketing and sales collateral
and materials.

1.3 Future Functionality. Subject to the warranties set forth in Section 10, Customer agrees that it has not relied on the promise of
availability of any future functionality of the Solutions or any other future product or service in executing this Agreement or any Order Form.
Customer acknowledges that information provided by Arctic Wolf regarding future functionality should not be relied upon to make a purchase
decision. Should Arctic Wolf offer additional optional functionality in the future that complement the Solutions, Customer may elect to subscribe
to and obtain a license to the optional functionality for an additional fee.

1.4 Except as otherwise provided herein, Customer understands and agrees that the Authorized Partner may not modify this Agreement or
make any commitments related to the delivery or performance of the Solutions on Arctic Wolf's behalf,

1.5 Beta Solutions.

1.5.1 From time-to-time Arctic Wolf may invite Customer to try, at no charge, Arctic Wolf products, features, or functionality that are not
generally available to Arctic Wolf's customers (“Beta Solutions”). Customer may accept or decline any such trial in its sole discretion. Any Beta
Solutions will be clearly designated as beta, pilot, limited release, developer preview, non-production or by a description of similar import.

1.6.2 Restrictions and Disclaimers. Beta Solutions are provided for evaluation purposes and not for production use, are not supported, may
contain bugs or errors, and may be subject to additional terms. To the full extent permitted by applicable U.S. and foreign consumer protection
laws, Beta Solutions are not considered Solutions hereunder and are provided solely and exclusively "AS IS” with no express or implied warranty
of any kind. TO THE FULL EXTENT PERMITTED BY APPLICABLE U.S. AND FOREIGN CONSUMER PROTECTION LAWS, (THE
“CONSUMER PROTECTION LAWS"), CUSTOMER ASSUMES AND UNCONDITIONALLY RELEASES ARCTIC WOLF FROM ALL RISKS
ASSOCIATED WITH THE USE OF ANY BETA SOLUTIONS. Arctic Wolf may discontinue the Beta Solutions at any time in its sole discretion
and Arctic Wolf will make reasonable efforts to provide Customer with advanced notice of any such discontinuance. Arctic Wolf does not promise
or represent that Beta Solutions will be made generally available.

153 NODATARETENTION. ANY DATA ENTERED INTO THE BETA SOLUTIONS MAY BE PERMANENTLY LOST UNLESS CUSTOMER:
(i) PURCHASES A SUBSCRIPTION TO THE COMMERCIALLY AVAILABLE VERSION OF THE BETA SOLUTIONS AS MAY BE MADE
AVAILABLE BY ARCTIC WOLF; OR (ii) TO THE EXTENT POSSIBLE, EXPORTS SUCH DATA PRIOR TO TERMINATION OF THE BETA
SOLUTIONS.

1.5.4  LIMITED LIABILITY. TO THE FULL EXTENT PERMITTED BY LAW, INCLUDING THE CONSUMER PROTECTION LAWS, ARCTIC
WOLF’S ENTIRE LIABILITY IN CONNECTION WITH ANY USE OF THE BETA SOLUTIONS WHETHER IN CONTRACT, TORT OR UNDER
ANY OTHER THEORY OF LIABILITY, WILL NOT, AS TO ANY INDIVIDUAL CLAIM OR IN THE AGGREGATE, EXCEED $50. IF CUSTOMER
DOES NOT AGREE TO THE ALLOCATION OF RISK IN THIS SECTION, ITS SOLE RECOURSE IS TO IMMEDIATELY DISCONTINUE THE
USE OF THE BETA SOLUTIONS.

1.5.5.  Despite anything to the contrary in this Agreement, Customer acknowledges that (a) Beta Solutions may not be supported and may be
changed at any time, including in a manner that reduces functionality, (b) Beta Solutions may not be available or reliable, and (c) Beta Solutions
may not be subject to the same security or audits as the Solutions.

2, Equipment. If the Order Form specifies that Customer will receive Equipment, then Customer is responsible for installing the Equipment
at the location(s) specified by Arctic Wolf and for the implementation of appropriate data protection practices related to the protection of any
information included on such Equipment while the Equipment is located within Customer’s environment. The Equipment is a part of the Solutions
and included with the subscription to the Solutions for use by Customer during the Subscription Term. If Customer attempts to install or use the
Equipment at a location other than the location determined by Customer and communicated to Arctic Wolf during onboarding or at any time
thereafter, the Solutions may fail to function or may function improperly. In the event Customer installs, uses, or relocates the Equipment,
Customer will promptly notify Arctic Wolf so that Equipment deployment information can be updated within Customer's account. Other than normal
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wear and tear, Customer is directly responsible for the replacement cost of the Equipment associated with any loss, repair, or replacement,
including any other costs, damages, fees and charges to repair the Equipment, absent normal wear and tear. If applicable, Arctic Wolf will ship
Equipment to Customer and will pay the freight costs associated with shipping the Equipment to Customer's designated locations. Customer is
responsible for all additional costs and expenses associated with shipping the Equipment to its designated locations and for the return of the
Equipment to Arctic Wolf. Such additional costs and expenses may be reflected on an Order Form, from time-to-time following shipment of the
Equipment and will be invoiced by Arctic Wolf or the Authorized Partner. Customer understands and agrees if the Equipment is shipped outside
of the United States or Canada (or such other locations identified by Arctic Wolf), Customer is responsible for acting as the importer of record.
3. Professional Services. In the event Arctic Wolf and Customer agree on the delivery of Professional Services, any such Professional
Services shall be specified on an Order Form and described in a statement of work which shall reference this Agreement.

4. Reservation of Rights and Ownership. Arctic Wolf owns or has the right to license the Solutions and any associated Documentation
(“Arctic Wolf Technology”). Customer acknowledges and agrees that: (a) the Arctic Wolf Technology is protected by United States and
international copyright, trademark, patent, trade secret and other intellectual property or proprietary rights laws; (b) Arctic Wolf retains all right,
title and interest (including, without limitation, all patent, copyright, trade secret and other intellectual property rights) in and to the Arctic Wolf
Technology, excluding any rights, title, and interest in any Third Party Products (as defined in Section 10.3 below) which shall be retained by its
third party licensor(s), any other deliverables, know-how, databases, developed programs, and registered or unregistered intangible property
rights; (c) there are no implied licenses and any rights not expressly granted to Customer hereunder are reserved by Arctic Wolf; (d) the Solution,
excluding Professional Services, is licensed on a subscription basis, not sold, and Customer acquires no ownership or other interest (other than
the license rights expressly stated herein) in or to the Arctic Wolf Technology; and (e) the Solution is offered as an on-line, hosted solution, and
Customer has no right to obtain a copy of the Software.

5. Restrictions, Responsibilities, and Prohibited Use.

5.1 Restrictions. Customer agrees not to, directly or indirectly: (i) modify, translate, copy or create derivative works of the Arctic Wolf
Technology except as otherwise expressly permitted under applicable U.S. and foreign copyright laws ("Copyright Laws”) which may not be
excluded by agreement between the parties; (ii) reverse engineer, decompile, disassemble, or otherwise seek to obtain the intellectual property
contained within Solutions, except as otherwise expressly permitted under the Copyright Laws which may not be excluded by agreement between
the parties; (iii) interfere with or disrupt the integrity or performance of the Solutions or the data and information contained therein or block or
disrupt any use or enjoyment of the Solutions by any third party; (iv) attempt to gain unauthorized access to the Arctic Wolf Technology or related
systems or networks; (v) remove or obscure any proprietary or other notice contained in the Arctic Wolf Technology, including on any reports or
data printed from the Arctic Wolf Technology; (vi) unless Customer is an authorized MSP partner of Arctic Wolf, use the Solutions in connection
with a service bureau, service provider or like activity whereby Customer operates or uses the Solutions for the benefit of a third party; (vii) use
the Solutions to monitor or scan any environments for which Customer has not received consent; or (viii) with respect to Customer's subscription
to the Managed Security Awareness Solution, include material or information that is obscene, defamatory, libelous, slanderous, that violates any
person's right of publicity, privacy or personality, or otherwise results in any tort, injury, damage or harm to any person. Customer agrees to abide
by the terms of the Acceptable Use Policy at_https:/arcticwolf.com/terms/acceptable-user-policy/, as may be updated from time-to-time in
accordance with Section 13 below. If Arctic Wolf, in its reasonable discretion, determines that Customer's use of or access to the Solutions
imposes an actual or imminent threat to the security or stability of Arctic Wolf's infrastructure or that Customer is abusing its use of the Solutions
in contravention with the terms of this Agreement, Arctic Wolf may, in addition to any other right herein, temporarily suspend Customer’s access
to the Solutions, without liability except as otherwise provided by Consumer Protection Laws, until such activity is rectified. If commercially
practicable, Arctic Wolf shall provide Customer with notice prior to any such suspension and shall work with Customer in good faith to reinstate
the Solutions promptly.

5.2  Arctic Wolf Responsibilities. Arctic Wolf shall provide the Solutions Customer subscribes to as set forth on an Order Form in accordance
with the terms of this Agreement, as further described in the Solutions Terms, and in accordance with Exhibit A attached hereto. Arctic Wolf will
maintain security controls and processes no less restrictive than those set forth in its SOC 2 Type Il report and ISO 27001 certification. The
Solutions provided under this Agreement shall include any updates, upgrades, bug fixes, version upgrades or any similar changes that are made
generally available to Arctic Wolf's customers free of charge from time to time during the Subscription Term.

5.3. Customer Responsibilities. Customer must identify the administrative users for its account which may include Customer's authorized
(email authorization sufficient) third party service providers and agents ("Administrators”). Each Administrator will receive an administrator ID
and password and will need to register with Arctic Wolf. Customer is responsible for notifying Arctic Wolf about changes to Administrators,
including but not limited to termination, change of authority, and the addition of Administrators. Customer acknowledges and agrees that
Administrators will be able to view all Solutions Data and other traffic and activities that occur on Customer's network and that Customer is
responsible for all activities that occur under Administrator accounts. Administrator IDs are granted to individual, named persons and cannot be
shared or used by more than one Administrator but may be reassigned from time-to-time to new Administrators. Notwithstanding anything
contrary herein, Customer understands and agrees that transmission of Solutions Data to Arctic Wolf may be impacted by in-country technical
issues and requirements. Arctic Wolf will provide reasonable assistance to Customer in such instances but is not liable if the Solutions Data
cannot be transmitted outside of such country. Customer is responsible for implementing appropriate internal procedures and oversight to the
extent it utilizes the configuration of workflows and processes, including but not limited to containment actions, and similar functionalities in
conjunction with the Services. Arctic Wolf may recommend Customer, depending on the scope of the deployment, implement software and
services to enable features of the Solutions or to permit increased visibility into Customer’s environment. Customer is responsible for making
such determinations in its discretion and Arctic Wolf has no liability for Customer’s decisions related thereto. Customer acknowledges that any
changes Customer makes to its code, infrastructure or configuration of the Solutions after initial deployment may cause the Solutions to cease
working or function improperly or could prevent Arctic Wolf from delivering the Solutions and Arctic Wolf will have no responsibility for the impact
of any such Customer changes. Customer understands that depending on the Solution deployed, a Solution may consume additional CPU and
memory in Customer's environment while running in production.

54 Anti-corruption. In no event shall Arctic Wolf be obligated to take any action (including the shipping of any product or the provision of
any service) or omit to take any action that Arctic Wolf believes in good faith would cause it to be in violation of any U.S. or foreign laws or
regulations, including, without limitation, the U.S. Foreign Corrupt Practices Act (the “FCPA"). Neither party will (i) attempt to, directly or indirectly,
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improperly influence the sale or purchase of products by payments or other actions contrary to law or regulation, or (ii) take any action or permit
or authorize any action that would violate or cause a party to violate the FCPA, the UK Bribery Act, or other applicable anti-corruption laws or
regulations. Neither party will, for the purpose of influencing any act or decision to obtain or retain business or direct business to any person, pay,
offer or promise to pay, or authorize the payment of, directly or indirectly, any money or anything of value to or for the use or benefit of any of the
following: (a) any government official (including any person holding an executive, legislative, judicial or administrative office, whether elected or
appointed, or any representative of any public international organization, or any person acting in any official capacity for or on behalf of any
government, state-owned business or public organization); (b) any political party, official thereof, or candidate for political office; or (c) any other
person if a party or any respective partner, officer, director, employee, agent, representative or shareholder of such party knows or has reason to
suspect or know that any. part of such money or thing of value will be offered, given or promised, directly or indirectly, to any of the above-
identified persons or organizations. Each party acknowledges and agrees that none of its officers, directors, employees, agents or representatives
is a government official or employee or an official or employee of any department or instrumentality of any government, nor is any of them an
officer of a political party or candidate for political office, who will share directly or indirectly any part of the sums that may be paid pursuant to
performance of this Agreement; and each party agrees to immediately notify the other party should the foregoing change during the term of this
Agreement. Each party represents and warrants that neither this Agreement nor the performance of or exercise of rights under this Agreement is
restricted by, in conflict with, requires registration or approval or tax withholding under, or will require any termination or expiration, compensation,
or any compulsory licensing under, any applicable law or regulation of any country or other governmental entity, and each party will not make any
claim to the contrary (each party is relying on this representation and warranty, among other provisions of this Agreement, in entering this
Agreement and would not enter this Agreement in its absence).

5.5 Trade Controls. Customer understands that the Solutions may be subject to the export control, economic sanctions, customs, import,
and anti-boycott laws, regulations, and orders promulgated or enforced by Canada, the United States, Customer’s jurisdictions of incorporation
and operations, and any other country or governmental body having jurisdiction over the parties to this Agreement (“Trade Controls"). Customer
shall ensure that the Solutions are not re-exported, provided or transferred to any person or entity listed on any restricted or prohibited persons
list issued by Canada, the United States, Germany, or any governmental authority of any applicable jurisdiction, including but not limited to the
Bureau of Industry and Security's Denied Persons, Entity, or Unverified List or the Office of Foreign Assets Control's Specially Designated
Nationals and Blocked Persons List, Foreign Sanctions Evaders List, or Sectoral Sanctions Identifications List (collectively, the “Restricted
Persons Lists"). Customer represents and warrants that it and its shareholders, members, partners, or other owners are not listed on, or owned
50% or more, collectively or individually, by anyone on a Restricted Persons List. Customer shall not use the Solutions (a) for a military application,
wherever located; or (b) with knowledge or reason to know that the Solutions will be used for nuclear, chemical, or biological weapons proliferation
or (c) for any other end use or by any end user otherwise prohibited by applicable Trade Controls. Upon request by Arctic Wolf, Customer will
complete and provide an end use certificate in the form requested by Arctic Wolf. Arctic Wolf may suspend and/or cancel the export, delivery,
and or servicing of the Solutions, if: (i) Arctic Wolf has not received requested end-user certifications; (ii) Arctic Wolf has not received any
government approvals required to comply with Trade Contrals, or (iii) Arctic Wolf believes that such activity may violate any Trade Controls. If the
Solutions are resold or transferred in violation of any Trade Controls or the provision of this Agreement, Arctic Wolf shall not be obligated to
provide any warranty service or technical support for such Items.

6. Fees, Payment, Taxes, and Audit.

6.1 Fees, Payment, & Taxes. Customer will purchase the Solutions through the Authorized Partner. The Order Form containing terms related
to fees, payment, taxes, audit, and any other related terms shall be between Customer and the Authorized Partner. Customer will pay any owed
amounts to the Authorized Partner, as agreed between Customer and Authorized Partner. Customer agrees that Arctic Wolf may suspend or
terminate Customer’s use of the Solutions upon ten (10) days’ written notice to Customer if Arctic Wolf does not receive payment of Fees from
the Authorized Partner. The amounts paid by Authorized Partner to Arctic Wolf for Customer's use of the Solutions under this Agreement will be
deemed the amount actually paid or payable under this Agreement for purposes of calculating Arctic Wolf's liability under Section 11. Customer’s
renewal pricing will be communicated to Customer by the Authorized Partner in accordance with the terms Customer has with the Authorized
Partner or by Arctic Wolf prior to the renewal Subscription Term.

6.2 Audit. During the term of this Agreement and for one year thereafter, Customer shall provide Arctic Wolf, or its designated
representative, promptly upon request with appropriate records requested by Arctic Wolf to verify Customer's compliance with the Agreement,
including specifically its license counts as set forth on an Order Form. Arctic Wolf, at its option, may require that an executive officer of Customer
certify in writing to Customer's compliance with this Agreement and disclose the scope of use of the Solutions by Customer. If, because of such
audit, Arctic Wolf determines that Customer has exceeded the number of licenses subscribed to by Customer on an Order Form, Arctic Wolf will
notify Customer of the number of additional licenses, along with the associated Subscription Fees prorated through the end of the then-current
Subscription Term, and Customer will remit payment for such Subscription Fees in accordance with this Section 6. During the Term, Customer
may request Arctic Wolf's customer due diligence package which supports Arctic Wolf's compliance with its SOC2 Type Il and ISO 27001 controls
and processes, provided, however, such requests shall be performed by Customer not more than once annually, unless otherwise required by
Customer to meet regulatory requirements,

7. Confidentiality. Either party (as a “Discloser’) may disclose confidential and proprietary information, orally or in writing (“Confidential
Information”) to the other party (as a “Recipient”). Confidential Information (a) shall be marked with a restrictive legend of the Discloser or, (b)
if orally or visually disclosed to Recipient by Discloser, or disclosed in writing without an appropriate letter, proprietary stamp or legend, shall be
confidential if it would be apparent to a reasonable person that such information is confidential or proprietary. Confidential Information of Arctic
Wolf includes the following: any pricing (unless subject to public records laws applicable to Customer), trade secrets, know-how, inventions
(whether or not patentable), techniques, ideas, or processes related to the Arctic Wolf Technology; the design and architecture of the Arctic Wolf
Technology; the computer code, internal documentation, and design and functional specifications of the Arctic Wolf Technology; Arctic Wolf's
security and privacy due diligence material such as SOC2 reports, security and privacy questionnaire responses & memos; and any intellectual
property and know-how included in the problem reports, analysis, and performance information related to the Arctic Wolf Technology. Confidential
Information of Customer may include the following:
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(i) If the MA or MA+ Solution is deployed: First name, last name, corporate email address, phone number, job title, address, and
organization hierarchy (collectively, “Point of Contact information”), Customer's tracking metrics as described in the Solutions Terms; Customer
created content; and any test response data; and

(i) If MDR and/or MR Solutions are deployed: Point of Contact Information and Solutions Data (as defined in Section 8.1 below).

Each party agrees to hold the other party's Confidential Information in strict confidence, not to disclose such Confidential Information to third
parties not authorized by the Discloser to receive such Confidential Information, and not to use such Confidential Information for any purpose
except as expressly permitted hereunder and as described in the Privacy Notice. Each party agrees to take commercially reasonable steps to
protect the other party's Confidential Information and to ensure that such Confidential Information is not disclosed, distributed or used in violation
of the provisions of this Agreement. The Recipient may disclose Confidential Information only: (a) with the Discloser’s prior written consent; or (b)
to those employees, officers, directors, agents, consultants, third party service providers, and advisors with a clear and well-defined “need to
know" purpose who are informed of and bound by confidentiality obligations no less restrictive than those set forth in this Section 7.
Notwithstanding the foregoing, the Recipient may disclose Confidential Information to the extent required by law; however, the Recipient will give,
to the extent legally permissible and reasonably practical, the Discloser prompt notice to allow the Discloser a reasonable opportunity to obtain a
protective order and such Confidential Information disclosed to the extent required by law shall otherwise remain confidential and subject to the
protections and obligations of this Agreement. For the avoidance of doubt, Arctic Wolf may share Customer's name with Customer's services
providers to assist Customer in the resolution of technical issues pertaining to the Solutions. To the extent legally required, Arctic Wolf may report
any violations of law pertaining to Customer's use of the Solutions. The Discloser agrees that the foregoing confidentiality obligations shall not
apply with respect to any information that the Recipient can document is: (i) rightfully in its possession or known to it prior to receipt from the
Discloser without an obligation of confidentiality; (ii) or has become public knowledge through no fault of the Recipient; (iii) rightfully obtained by
the Recipient from a third party without breach of any confidentiality obligation; or (iv) independently developed by employees of the Recipient
who had no access to Discloser's Confidential Information. Upon expiration or termination of this Agreement for any reason, and except as
otherwise provided in Section 14 below, each party shall promptly destroy all copies of the other party's Confidential Information and copies,
notes or other derivative material relating to the Confidential Information. Notwithstanding the foregoing, and subject to the Privacy Notice, Arctic
Wolf may retain Customer's name, contact names, email address, and such other necessary contact information following termination of this
Agreement for its internal business purposes.

8. Solutions Data.

8.1 Solutions Data. “Solutions Data’ means, depending on the Solution deployed, the operational system log data and any other
information provided by Customer in furtherance of its use of the Solutions and which Customer may elect to submit to Arctic Wolf through the
Solutions, including, but not limited to operational values, event logs, and network data such as flow, HTTPS, TLS, DNS metadata, cursory
inventory data, operating systems and versions, users and groups from Active Directory, system level inventory, event data, and network
vulnerability data. As between the parties, Customer shall retain all right, ownership, title and interest (including any and all intellectual property
rights) in and to the Solutions Data (excluding any Arctic Wolf Technology used with the Solutions Data). The contents of the logs received by
Arctic Wolf via the platform from Customer's environment are immutable. Customer hereby grants Arctic Wolf, during the term of the Agreement,
a non-exclusive, worldwide, royalty-free right to collect, use, copy, store, transmit, modify and create derivative works of the Solutions Data solely
to the extent necessary to provide the Solutions to Customer. The location of the storage of raw Solutions Data within Arctic Wolf's third party
service providers' data centers will be as set forth in the Solutions Terms. Customer understands Arctic Wolf will aggregate Solutions Data with
Arctic Wolf's other data so that results are non-personally identifiable (individual identities have been removed and are not linked or reasonably
linked to any individual, including via a device, or could be reasonably linked, directly or indirectly, with a particular consumer or household) and
collect anonymous technical logs and data regarding Customer's use of the Solutions ("Aggregate/Anonymous Data’). Such
Aggregate/Anonymous Data is Arctic Wolf Technology, which Arctic Wolf may use for its business purposes during or after the term of this
Agreement.

8.2 Personal Information. Confidential Information may include information that identifies, relates to, describes, is reasonably capable of
being associated with or linked to a particular individual, whether directly or indirectly (“Personal Information"). Customer is responsible for the
lawfulness of any such Personal Information and the receipt, use, and processing of it under the Agreement. Customer represents and warrants
that, where it provides Personal Information to Arctic Wolf or requests Arctic Wolf collect or process such information, it (1) has complied with any
applicable laws relating to the collection or provision of such information, (2) possesses any consents, authorizations, rights and authority, and
has given all required notices to individual data subjects as are required to transfer or permit Arctic Wolf to collect, receive, or access any Personal
Information for the Solutions, and (3) to the extent required by applicable law, informed the individuals of the possibility of Arctic Wolf processing
their Personal Information on Customer’s behalf and in accordance with its instructions.

8.3 European Union and United Kingdom General Data Protection Regulation. If and to the extent Customer submits to Arctic Wolf
personal data (as that term is defined under the General Data Protection Regulation (“GDPR")) of individuals located in the European Economic
Area or United Kingdom, the Arctic Wolf Data Processing Agreement available at https://arcticwolf.com/terms/dpa/, as may be updated by Arctic
Wolf from time-to-time in accordance with its terms (the “DPA”"), may be executed by Customer and upon execution and return to Arctic Wolf in
accordance with its terms will be incorporated into this Agreement. It is Customer's sole responsibility to notify Arctic Wolf of requests from data
subjects related to the modification, deletion, restriction and/or objection of personal data. Customer represents and warrants that any processing
of personal data in accordance with its instructions is lawful.

8.4 California Consumer Privacy Act. The parties acknowledge and agree that Arctic Wolf is a service provider for the purposes of the
California Consumer Privacy Act, as amended by the California Privacy Rights Act (“CCPA") and may receive personal information (as defined
by the CCPA) from Customer pursuant to this Agreement for a business purpose. The parties agree to comply at all times with the applicable
provisions of the CCPA in respect to the collection, transmission, and processing of all personal information (as defined by the CCPA) exchanged
or shared pursuant to the Agreement. Arctic Wolf shall not sell any such personal information. Arctic Wolf shall not retain, use or disclose any
personal information provided by Customer pursuant to this Agreement except as necessary for the specific purpose of performing the Solutions
for Customer pursuant to this Agreement or as permitted by the CCPA. The terms “personal information,” “service provider,” "sale,” and “sell’
are as defined in Section 1798.140 of the CCPA. Arctic Wolf certifies that it understands the restrictions of this Section 8.4. Itis Customer’s sole
responsibility to notify Arctic Wolf of any requests from consumers (as defined in the CCPA) seeking to exercise rights afforded in the CCPA with
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regard to personal information received or processed in connection with the Solutions. Arctic Wolf agrees to provide reasonable cooperation to
Customer in connection with such requests.

8.5 Canadian Privacy Laws. [f and to the extent Customer submits to Arctic Wolf personal information (as that term is defined under
applicable Canadian privacy laws, being all applicable federal, and provincial laws and regulations relating to the processing, protection or privacy
of personal information (“Privacy Laws"), of individuals located in Canada, Customer agrees that it is solely responsible for and shall obtain from
all such individuals, all required consents and/or provide all required notifications, regarding the collection, use, disclosure, and processing of
their personal information by Arctic Wolf/Arctic Wolf's subcontractors/third party service providers (which may be located outside of Canada),
and/or the transfer by Customer of such individual's personal information to Arctic Wolf/Arctic Wolf's subcontractors/third party service providers
(which may be located outside of Canada). Upon request of Customer, Arctic Wolf will inform Customers of the locations to which the personal
information is transferred and processed by Arctic Wolf and/or its subcontractors/third party service providers.

Customer retains control of the personal information and remains solely responsible for its compliance with Privacy Laws and for the processing
instructions it gives to Arctic Wolf. The parties agree that this Agreement, together with Customer's use of the Solution in accordance with this
Agreement, constitutes Customer's instructions to Arctic Wolf in relation to the processing of such personal information. Subject to Section 8.1 of
this Agreement, Arctic Wolf will only process the personal information to the extent, and in such a manner, as is necessary for the performance
of the Solutions. Arctic Wolf will reasonably assist Customer with meeting the Customer’s compliance obligations under applicable Privacy Laws,
considering the nature of Arctic Wolf's processing and the information available to Arctic Wolf.

Arctic Wolf shall:

e Comply with its obligations as a third party service provider/mandatory under applicable Privacy Laws, including by implementing
appropriate technical, physical and organizational measures to safeguard the personal information;

e  Periodically conduct audits of its information security controls for facilities and systems used to deliver the Solutions and make relevant
audit reports available to Customer for review. The Customer will treat such audit reports as Arctic Wolf's Confidential Information;

e Within seventy-two (72) hours of discovery notify Customer of any unauthorized or unlawful access to or processing of the personal
information;

o Limit access to those employees who require the personal information access to meet Arctic Wolf's obligations under this Agreement
and ensure that all employees are informed of the personal information’s confidential nature;

»  Notify Customer if it receives any complaint, notice, or communication that directly or indirectly relates to the personal information
processing or to either party's compliance with Privacy Laws, and provide its full co-operation and assistance in responding to such
complaint, notice or communication; and

e Upon Customer's request, provide the Customer a copy of or access to all or part of the Customer’s personal information in its
possession or control in the format reasonably agreed to by the parties.

8.6 Australian Privacy Laws. If and to the extent Customer submits to Arctic Wolf personal information (as that term is defined in the
Australian Privacy Act 1988 (Cth)) on your behalf, as agent for you, Arctic Wolf will only handle your personal information for the purpose of
performing the Solutions, in accordance with the Privacy Notice or as required by applicable law, and ensuring you have access to your Solutions
Data in accordance with this Agreement. Customer will maintain effective control of how Solutions Data is handled by retaining the right to access,
changing and retrieving Solutions Data, limiting others' use of Solutions Data and specifying security measures that are used in relation to
Solutions Data as set forth in this Agreement, including the Privacy Notice.

8.7 South African Privacy Laws. If and to the extent Customer submits to Arctic Wolf personal information (as that term is defined in the
Protection of Personal Information Act, 4 of 2013) of individuals located in South Africa, Customer agrees that it is solely responsible for and shall
obtain from all such individuals, all required consents and/or provide all required notifications, regarding the collection, use, disclosure, and
processing of their personal information by Arctic Wolf/Arctic Wolf's subcontractors/third party service providers (which may be located outside
of South Africa, and/or the transfer by Customer of such individual's personal information to Arctic Wolf/Arctic Wolf's subcontractors/third party
service providers (which may be located outside of South Africa). Upon request of Customer, Arctic Wolf will inform Customers of the locations
to which the personal information is transferred and processed by Arctic Wolf and/or its subcontractors/third party service providers. Arctic Wolf
will only handle personal information for the purpose of performing the Solutions and ensuring Customer has access to its Solutions Data in
accordance with this Agreement. Customer will maintain effective control of how Solutions Data is handled by retaining the right to access,
changing, and retrieving Solutions Data, limiting others' use of Solutions Data. Arctic Wolf shall take appropriate, reasonable technical and
organizational security measures to prevent the loss of, damage to or unauthorized destruction of personal information, and the unlawful access
to or processing of personal information.

9. Indemnity.

9.1 Arctic Wolf's Indemnity. Subject to Section 9.3, Arctic Wolf will defend and indemnify Customer from any unaffiliated third party claim
or action to the extent based on the allegation that the Solutions infringe any intellectual property right (patents, utility models, design rights,
copyrights and trademarks or any other intellectual property right) having effect in the United States, Canada, United Kingdom, and the European
Union. Arctic Wolf will pay any settlements that Arctic Wolf agrees to in a writing signed by an authorized officer of Arctic Wolf or final judgments
awarded to the third party claimant by a court of competent jurisdiction. The foregoing obligations do not apply with respect to the Solutions, or
portions or components thereof, that are: (a) not provided by Arctic Wolf; (b) combined with other products, processes or materials that are not
reasonably contemplated by the Documentation where the alleged infringement relates to such combination; (c) modified other than with Arctic
Wolfs express consent; (d) used after Arctic Wolf's notice to Customer of such activity's alleged or actual infringement; or (e) not used by
Customer in strict accordance with this Agreement or the published Documentation. The indemnification obligations set forth in this Section 9.1
are Arctic Wolf's sole and exclusive obligations, and Customer's sole and exclusive remedies, with respect to infringement or misappropriation of
third-party intellectual property rights of any kind.

9.2 Customer Indemnity. Subject to Section 9.3, Customer agrees to defend and indemnify Arctic Wolf from any third-party claim or action
brought against Arctic Wolf to the extent based on Customer's alleged breach of Sections 5 or 8. Customer agrees to pay any settlements that
Customer agrees to in a writing signed by an authorized officer of Customer or final judgments awarded to the third party claimant by a court of
competent jurisdiction.
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9.3 Procedures. Each party's indemnification obligations are conditioned on the indemnified party: (a) providing the indemnifying party
with prompt written notice of any claim, provided that the failure to provide such notice shall only limit the indemnifying party's obligation to
indemnify to the extent that the failure prejudices the indemnifying party in its defense of the claim; (b) granting the indemnifying party the sole
control of the defense or settlement of the claim; and (c) providing reasonable information and assistance to the indemnifying party in the defense
or settlement of the claim at the indemnifying party's expense. Notwithstanding the foregoing, the indemnifying party (i) may not make an
admission of fault on behalf of the other party without written consent, (ii) any settlement requiring the party seeking indemnification to admit
liability requires prior written consent, not to be unreasonably withheld or delayed, and (iii) the other party may join in the defense with its own
counsel at its own expense.

9.4 Options. If Customer's use of the Solutions has become, or in Arctic Wolf's opinion is likely to become, the subject of any claim of
infringement, Arctic Wolf may at its option and expense: (a) procure for Customer the right to continue using and receiving the Solutions as set
forth hereunder; (b) replace or modify the Solutions to make them non-infringing; (c) substitute an equivalent for the Solutions; or (d) if Arctic Wolf,
in its sole discretion, determines that options (a)-(c) are not reasonably practicable, terminate this Agreement and refund any pre-paid unused
Fees as of the effective date of termination.

10.  Warranty and Warranty Disclaimer.,

10.1 Solutions Warranty. ARCTIC WOLF WARRANTS THAT DURING THE SUBSCRIPTION TERM AND PROVIDED THAT CUSTOMER
IS NOT IN BREACH OF THIS AGREEMENT OR AS OTHERWISE PROHIBITED BY CONSUMER PROTECTION LAWS INCLUDING ANY
CUSTOMER RIGHTS UNDER SUCH CONSUMER PROTECTION LAWS THAT: (l) THE SOLUTIONS PROVIDED UNDER THIS AGREEMENT
DO NOT INFRINGE OR MISAPPROPRIATE ANY INTELLECTUAL PROPERTY RIGHTS OF ANY THIRD PARTY; (Il) THE SOLUTIONS SHALL
SUBSTANTIALLY PERFORM AS DESCRIBED IN THE DOCUMENTATION; AND (lif) IT WILL COMPLY WITH ALL FOREIGN, PROVINCIAL,
FEDERAL, STATE AND LOCAL STATUTES, LAWS, ORDERS, RULES, REGULATIONS AND REQUIREMENTS, INCLUDING THOSE OF ANY
GOVERNMENTAL (INCLUDING ANY REGULATORY OR QUASI-REGULATORY) AGENCY APPLICABLE TO ARCTIC WOLF AS IT
PERTAINS TO ITS OBLIGATIONS AND THE DATA REQUIRED FOR THE PERFORMANCE OF THE SOLUTIONS DESCRIBED HEREIN. IN
THE EVENT OF ANY BREACH OF THIS SECTION 10.1, ARCTIC WOLF SHALL, AS ITS SOLE LIABILITY AND CUSTOMER'S SOLE REMEDY
(OTHER THAN ARCTIC WOLF'S INDEMNIFICATION OBLIGATIONS IN SECTION 9.1 ABOVE, OR OTHERWISE PROHIBITED BY
CONSUMER PROTECTION LAWS AND SECTION 11.2 OF THIS AGREEMENT), REPAIR OR REPLACE THE SOLUTIONS THAT ARE
SUBJECT TO THE WARRANTY CLAIM AT NO COST TO CUSTOMER OR IF ARCTIC WOLF IS UNABLE TO REPAIR OR REPLACE, THEN
ARCTIC WOLF WILL REFUND ANY PRE-PAID FEES FOR THE SOLUTIONS, OR PARTS THEREOF, SUBJECT TO THE WARRANTY CLAIM.
EXCEPT FOR THE WARRANTIES DESCRIBED IN THIS SECTION, THE SOLUTIONS ARE PROVIDED WITHOUT WARRANTY OF ANY
KIND, EXPRESS OR IMPLIED INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OR CONDITIONS OF DESIGN,
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AND ANY WARRANTIES OF TITLE. CUSTOMER ACKNOWLEDGES THAT
THE SOLUTIONS ARE PROVIDED “AS IS AND FURTHER ACKNOWLEDGES THAT ARCTIC WOLF DOES NOT WARRANT: (A) THE
OPERATION OF THE SOLUTIONS WILL BE UNINTERRUPTED, OR ERROR FREE; AND (B) THE SOLUTIONS ARE NOT VULNERABLE TO
FRAUD OR UNAUTHORIZED USE. CUSTOMER IS RESPONSIBLE AND ARCTIC WOLF SHALL HAVE NO RESPONSIBILITY FOR
DETERMINING THAT THE USE OF THE SOLUTIONS COMPLIES WITH APPLICABLE LAWS IN THE JURISDICTION(S) IN WHICH
CUSTOMER MAY DEPLOY AND USE THE SOLUTIONS.

10.2 No Guarantee. CUSTOMER ACKNOWLEDGES, UNDERSTANDS, AND AGREES THAT ARCTIC WOLF DOES NOT GUARANTEE OR
WARRANT THAT IT WILL FIND, LOCATE, OR DISCOVER ALL OF CUSTOMER'S SYSTEM THREATS, VULNERABILITIES, MALWARE, AND
MALICIOUS SOFTWARE, OR THAT ALL SUCH SYSTEM THREATS, VULNERABILITIES, MALWARE, AND MALICIOUS SOFTWARE CAN
OR WILL BE CONTAINED OR UNCONTAINED IN THE DELIVERY OF THE SOLUTIONS. CUSTOMER ACKNOWLEDGES THAT CERTAIN
FEATURES AND ACTIVITIES PERFORMED BY ARCTIC WOLF AND MORE FULLY DESCRIBED IN THE SOLUTIONS TERMS COULD
POSSIBLY RESULT IN INTERRUPTIONS OR DEGRADATION TO CUSTOMER'S SYSTEMS AND ENVIRONMENT AND ACCEPTS THOSE
RISKS AND CONSEQUENCES. CUSTOMER ASSUMES ALL RISKS IN USING THIRD PARTY SYSTEMS OR SERVICES IN CONNECTION
WITH THE DELIVERY OF THE SOLUTIONS.

10.3 Open Source Warranty. The Software may include Open Source Software. To the extent included in the Software, Open Source
Software is governed solely by the applicable open source licensing terms, if any, and is provided “AS IS", and Arctic Wolf hereby disclaims all
copyright interest in such Open Source Software. Arctic Wolf provides no warranty specifically related to any Open Source Software or any
applicable Open Source Software licensing terms. Any fees paid by Customer to Arctic Wolf are for Arctic Wolf's proprietary Software only, and
not for any Open Source Software components of the Software. Any license associated with an Open Source Software component applies only
to that component and not to Arctic Wolf's proprietary Software or any other third-party licensed software. The foregoing language is not intended
to limit Arctic Wolf's warranty obligation for the Solutions set forth in Section 10.1. “Open Source Software” means software with its source code
made available pursuant to a license by which, at a minimum, the copyright holder provides anyone the rights to study, change, and/or distribute
the software to anyone and for any purpose.

10.4 Third Party Product. Third Party Product (as defined in this Section 10.3) may carry a limited warranty from the third-party publisher,
provider, or original manufacturer of such Third Party Products. To the extent required or allowed, Arctic Wolf will pass through to Customer or
directly manage for the benefit of Customer’s use of the Third Party Products as part of the Solutions (such decision to be made in Arctic Wolf's
discretion), the manufacturer warranties related to such Third Party Products. “Third Party Product” means any non-Arctic Wolf branded products
and services (including Equipment, and any operating system software included therewith) and non-Arctic Wolf-licensed software products,
including Open Source Software.

10.5 Customer Warranties. Customer represents and warrants that it shall: (i) be responsible for ensuring the security and confidentiality of
all Administrator IDs and passwords; (ii) use commercially reasonable efforts to prevent unauthorized access to, or use of, the Solutions; (iii)
notify Arctic Wolf promptly upon discovery of any unauthorized use of the Solutions or any breach, or attempted breach, of security of the
Solutions; (iv) not violate any foreign, provincial, federal, state and local statutes, laws, orders, rules, regulations and requirements applicable to
Customer's performance of its obligations herein, including those of any governmental (including any regulatory or quasi-regulatory) agency,
Trade Control laws, and regulations and the U.S. Foreign Corrupt Practices Act (the “FCPA"); (v) not use the Solutions and transfer any Solutions
Data to Arctic Wolf for any fraudulent purposes; and (vi) implement safeguards within Customer's environment to protect the Solutions, including
specifically, the Equipment, from the introduction, whether intentional or unintentional, of: (1) any virus or other code, program, or sub-program
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that damages or interferes with the operation of the Equipment or halts, disables, or interferes with the operation of the Solutions; or (2) any
device, method, or token whose knowing or intended purpose is to permit any person to circumvent the normal security of the Solutions. Customer
authorizes Arctic Wolf to perform Services (and all such tasks and tests reasonably contemplated by or reasonably necessary to perform the
Services) on network resources with the internet protocol addresses or other designated identifiers identified by Customer. Customer represents
that, if Customer does not own such network resources, it will have obtained consent and authorization from the applicable third party to permit
Arctic Wolf to provide the Services on such third party's network resources.

11.  Limitation of Liability.

111 TO THE FULL EXTENT PERMITTED BY LAW AND SUBJECT TO SECTION 11.2 BELOW, FOR ANY CAUSE RELATED TO OR
ARISING OUT OF THIS AGREEMENT, WHETHER IN AN ACTION BASED ON A CONTRACT, TORT (INCLUDING NEGLIGENCE AND STRICT
LIABILITY) OR ANY OTHER LEGAL THEORY, HOWEVER ARISING, NEITHER PARTY WILL BE LIABLE TO THE OTHER PARTY OR ANY
THIRD PARTY FOR: (A) DAMAGES BASED ON USE OR ACCESS, INTERRUPTION, DELAY OR INABILITY TO USE THE SOLUTIONS, LOST
REVENUES OR PROFITS, LOSS OF SOLUTIONS, BUSINESS OR GOODWILL, LOSS OR CORRUPTION OF DATA, LOSS RESULTING
FROM SYSTEM FAILURE, MALFUNCTION OR SHUTDOWN, FAILURE TO ACCURATELY TRANSFER, READ OR TRANSMIT
INFORMATION, FAILURE TO UPDATE OR PROVIDE CORRECT INFORMATION, SYSTEM INCOMPATIBILITY OR PROVISION OF
INCORRECT COMPATIBILITY INFORMATION, BREACHES BY AN AUTHORIZED PARTNER, OR BREACHES IN CUSTOMER'S SYSTEM
SECURITY; OR (B) ANY INDIRECT, SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES; OR (C) ANY AMOUNTS THAT EXCEED
THE TOTAL FEES PAID OR PAYABLE BY CUSTOMER FOR THE SOLUTIONS THAT ARE THE SUBJECT OF THE CLAIM DURING THE
TWELVE (12) MONTH PERIOD IMMEDIATELY PRIOR TO THE EVENT WHICH GIVES RISE TO SUCH DAMAGES. THESE LIMITATIONS
SHALL APPLY WHETHER OR NOT A PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES AND NOTWITHSTANDING
ANY FAILURE OF ESSENTIAL PURPOSE OF ANY LIMITED REMEDY. BOTH PARTIES UNDERSTAND AND AGREE THAT THE
LIMITATIONS OF LIABILITIES FOR EACH PARTY SET FORTH IN THIS AGREEMENT ARE REASONABLE AND THEY WOULD NOT HAVE
ENTERED INTO THE AGREEMENT WITHOUT SUCH LIMITATIONS. THESE LIMITATIONS SHALL NOT APPLY TO ARCTIC WOLF'S
INDEMNIFICATION OBLIGATIONS UNDER SECTION 9.1, CUSTOMER'S INDEMNIFICATION OBLIGATIONS UNDER SECTION 9.2, OR
EITHER PARTY'S GROSS NEGLIGENCE OR WILLFUL MISCONDUCT. THE FOREGOING LIMITATIONS OF LIABILITY IN THIS SECTION
11, WITH RESPECT TO ARCTIC WOLF AUSTRALIAN CUSTOMERS, ARE SUBJECT TO THE COMPETITION AND CONSUMER ACT 2010
(CTH) SCH 2 AND SECTION 11.2 OF THIS AGREEMENT.

11.2 FOR CUSTOMERS DEEMED “CONSUMERS" AS DEFINED BY THE COMPETITION AND CONSUMER ACT 2010 (CTH) SCH 2,
SECTION 11.1 IS REPLACED IN ITS ENTIRETY WITH THE FOLLOWING:

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW ARCTIC WOLF SHALL NOT BE LIABLE TO CUSTOMER (UNDER ANY
THEORY OF LIABILITY, WHETHER IN CONTRACT, STATUTE, TORT OR OTHERWISE) FOR: (A) ANY LOST PROFITS, REVENUE, OR
SAVINGS, LOST BUSINESS OPPORTUNITIES, LOST DATA, OR SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR PUNITIVE DAMAGES,
EVEN IF ARCTIC WOLF HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES OR LOSSES OR SUCH DAMAGES OR LOSSES
WERE REASONABLY FORESEEABLE; OR (B) AN AMOUNT THAT EXCEEDS THE TOTAL FEES PAID OR PAYABLE BY CUSTOMER FOR
THE SOLUTIONS THAT ARE THE SUBJECT OF THE CLAIM DURING THE TWELVE (12) MONTH PERIOD IMMEDIATELY PRIOR TO THE
EVENT WHICH GIVES RISE TO SUCH DAMAGES. THESE LIMITATIONS WILL APPLY NOTWITHSTANDING ANY FAILURE OF ESSENTIAL
PURPOSE OF ANY REMEDY SPECIFIED IN THESE TERMS. MULTIPLE CLAIMS SHALL NOT EXPAND THE LIMITATIONS SPECIFIED IN
THIS SECTION 11.2. THIS SECTION 11.2 DOES NOT SEEK TO LIMIT OR EXCLUDE THE LIABILITY OF ARCTIC WOLF ORITS AFFILIATES
IN THE EVENT OF DEATH OR PERSONAL INJURY CAUSED BY ITS NEGLIGENCE OR FOR FRAUD OR FOR ANY OTHER LIABILITY FOR
WHICH IT IS NOT PERMITTED BY LAW TO EXCLUDE. TO THE EXTENT APPLICABLE, THIS PROVISION MUST BE READ SUBJECT TO
THE COMPETITION AND CONSUMER ACT 2010 (CTH) SCH 2.

12, Term and Renewal. This Agreement shall be in effect for the Subscription Term specified in the Order Form. The Order Form or other
equivalent transaction document containing the terms related to the length of the Subscription Term and any renewal thereof, and any other
related terms, as may be applicable, shall be between Customer and the Authorized Partner. Notwithstanding the foregoing, and unless otherwise
set forth on an Order Form, the Subscription Term to the Solutions, in its entirety, will automatically renew at the end of the initial Subscription
Term for the same period of time as the initial Subscription Term, but in no event more than a twelve (12) month term , and subject to the then-
current terms and price at the time of renewal; provided however, if either party would like to opt out of automatic renewal of the Subscription of
the Solutions or reduce Subscription scope, then such party must notify the other party no less than sixty (60) days prior to the expiration of the
then-current Subscription Term. Any Subscription Term is subject to, and conditioned on, the appropriation, availability and budgeting of sufficient
funds. For any fiscal year of Customer during the term hereof, in the event that sufficient funds are not available to Customer, are not able to be
appropriated by Customer or cannot be budgeted by Customer for the Solutions hereunder, Customer shall have the right to terminate this
Agreement upon sixty (60) days prior written notice to Arctic Wolf prior to the expiration of any annual, prepaid period during the Subscription
Term. Customer shall use reasonable efforts to avoid termination of this Agreement based on lack of fiscal funding.

13. Updates. Arctic Wolf reserves the right to modify this Agreement, the Terms, and the Documentation in Arctic Wolf's sole discretion
provided that changes to the Solutions Terms shall not materially decrease the Solutions features and functionalities that Customer has
subscribed to during the then-current Subscription Term. Should Arctic Wolf make any modifications to the Agreement, the Terms, or
Documentation, Arctic Wolf will post the amended terms on the applicable URL links and will update the “Last Updated Date” within such
documents and notify Customer via email, the Customer newsletter or such other written communication method implemented by Arctic Wolf
from time-to-time. Customer may notify Arctic Wolf within 30 days after the effective date of the change of its rejection of such change. If Customer
notifies Arctic Wolf of its rejection during such thirty (30) day period, then Customer will remain governed by the terms in effect immediately prior
to the change until the end of Customer's then-current Subscription Term. However, any subsequent renewal of the Subscription Term will be
renewed under the then-current terms, unless otherwise agreed in writing by the parties.

14.  Termination. Either party may terminate this Agreement for cause if the other party commits a material breach of this Agreement, provided
that such terminating party has given the other party ten (10) days advance notice to try and remediate the breach. Upon termination, Customer
agrees to cease all use of the Arctic Wolf Technology, installed or otherwise, and permanently erase or destroy all copies of any Arctic Wolf
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Technology, including all Content and virtual Equipment, that are in its possession or under its control and promptly remove and return all physical
Equipment to Arctic Wolf. Prior to expiration or termination of the Subscription Term, Customer may obtain the use of an Amazon Web Services
S3 data storage facility into which Arctic Wolf can facilitate the transfer of Solutions Data. At the point of expiration or termination of the
Subscription Term, and upon written request of Customer, Arctic Wolf shall transfer all such Solutions Data for the Retention Period prior to such
expiration or termination into such AWS S3 data storage facility, after which Arctic Wolf shall bear no responsibility for control of such Solutions
Data. Except as otherwise required by law, Arctic Wolf will remove, delete, or otherwise destroy all copies of Confidential Information in its
possession upon the earlier of (i) the return of the Equipment, if applicable, to Arctic Wolf, or (ii) one hundred-twenty (120) days following
termination. Notwithstanding anything contrary in this Agreement, should Customer fail to return any Equipment within ninety (90) days following
discontinuation of use of the Equipment or termination or expiration of this Agreement, Customer will be liable for the replacement cost of the
Equipment, which shall be due and owing upon receipt of the invoice from Arctic Wolf or the Authorized Partner, and Customer shall be liable for
any breach of the Confidential Information and Arctic Wolf Technology contained within the unreturned Equipment. Sections 6 through 13, 14,
and 15 will survive the non-renewal or termination of this Agreement.

15. Miscellaneous.

16.1 Except as otherwise provided herein, all notices, requests, consents, claims, demands, waivers and other communications hereunder
shall be in writing and shall be deemed to have been given: (a) when delivered by hand (with written confirmation of receipt); (b) on the next
business day after the date sent, if sent for overnight delivery by a generally recognized international courier (e.g., FedEx, UPS, DHL, etc.) (receipt
requested); or (c) on the date sent by e-mail (with confirmation of transmission) if sent during normal business hours of the recipient, and on the
next business day if sent after normal business hours of the recipient. Such communications must be sent to the respective parties at the
addresses set forth on the signature page hereof (or at such other address for a party as shall be specified in a notice given in accordance with
this Section 15). For contractual purposes, Customer (1) consents to receive communications in an electronic form via the email address it
provides herein or via the Customer Portal; and (2) agrees that all agreements, notices, disclosures, and other communications that Arctic Wolf
provides electronically satisfies any legal requirement that those communications would satisfy if they were on paper. This Section does not affect
Customer's non-waivable rights.

16.2 Notwithstanding any other terms to the contrary contained herein, Customer grants Arctic Wolf the right to use Customer’'s name or logo
in customer lists, marketing materials, and verbal discussions with prospective customers to communicate that Customer uses the Solutions. If
Arctic Wolf intends to disclose information about Customer’s purchase(s) (such as dollar amount of sale or project objectives) in conjunction with
the use of Customer's name or logo, Arctic Wolf will obtain Customer’s prior written or email approval.

15.3 The parties to this Agreement are independent contractors. Neither party has the authority to bind the other party without the express
written authorization of the other party. Nothing herein may be construed to create an employer-employee, franchisor-franchisee, agency,
partnership, or joint venture relationship between the parties. Arctic Wolf shall be primarily liable for the obligations of its Affiliates and any
subcontractors used in the delivery of the Solutions.

15.4 This Agreement shall inure to the benefit of and be binding upon the respective permitted successors and assigns of the parties. Customer
shall not be entitled to assign, subcontract, delegate or otherwise transfer any of its rights and/or duties arising out of this Agreement and/or parts
thereof to third parties, voluntarily or involuntarily, including by change of control, operation of law or any other manner, without Arctic Wolf's
express prior written consent. Any purported assignment, subcontract, delegation or other transfer in violation of the foregoing shall be null and
void. No such assignment, subcontract, delegation or other transfer shall relieve the assigning party of any of its obligations hereunder.

15.6 The rights and obligations of the parties under this Agreement shall not be governed by the provisions of the 1980 U.N. Convention on
Contracts for the International Sale of Goods or the United Nations Convention on the Limitation Period in the International Sale of Goods, as
amended. This Agreement shall be governed by the laws of the State of California without regard to the conflicts of law provisions thereof. Any
controversy or claim arising out of or relating to this Agreement, or the breach thereof, shall be settled by arbitration in Santa Clara County,
California in English and in accordance with the JAMS International Arbitration Rules then in effect. Any judgment on the award rendered by the
arbitrator may be entered in any court having jurisdiction thereof. Notwithstanding the foregoing, each party shall have the right to institute an
action in a court of proper jurisdiction for preliminary injunctive relief pending a final decision by the arbitrator(s), provided that a permanent
injunction and damages shall only be awarded by the arbitrator(s). In any action or proceeding to enforce rights under this Agreement, the
prevailing party shall be entitled to recover costs and attorneys’ fees.

16.6 Each party acknowledges and agrees that any dispute or claim that may arise out of or relate to this Agreement is likely to involve
complicated and difficult issues and, therefore, each such party irrevocably and unconditionally waives any right it may have to a trial by jury in
respect of any legal action arising out of or relating to this Agreement or the transactions contemplated hereby. Further, each party agrees that
regardless of any statute or law to the contrary, any claim or cause of action arising out of or related to this Agreement must be filed within one
year after such claim or cause of action arose.

16.7 No failure or delay by any party in exercising any right, power or privilege hereunder shall operate as a waiver thereof nor shall any single
or partial exercise thereof preclude any other or further exercise thereof or the exercise of any other right, power or privilege. The rights and
remedies under this Agreement are cumulative and are in addition to and not in substitution for any other rights and remedies available at law or
in equity or otherwise.

16.8 If any provision of this Agreement is held invalid or unenforceable by any court of competent jurisdiction, the other provisions of this
Agreement will remain in full force and effect. Any provision of this Agreement held invalid or unenforceable only in part or degree will remain in
full force and effect to the extent not held invalid or unenforceable. The parties agree to replace such void or unenforceable provision of this
Agreement with a valid and enforceable provision that will achieve, to the extent possible, the economic, business and other purpose of such void
or unenforceable provision. Arctic Wolf does not accept, expressly or impliedly, and rejects and deems deleted any additional or different terms
or conditions that Customer presents, including, but not limited to, any terms or conditions contained Customer’s purchase order, or other such
document, or established by trade usage or prior course of dealing.
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16.9 This Agreement (including the exhibits hereto, if any, and any BAA (as defined in Section 15.10 below)) constitutes the parties’ entire
agreement by and between the parties with respect to the subject matter hereof and supersedes any prior or contemporaneous agreement or
understanding by and among the parties with respect to such subject matter. Except as otherwise provided herein, this Agreement may be
amended, modified or supplemented only by an agreement in writing signed by each party.

15.10 In the event that Arctic Wolf receives personal healthcare information in the delivery of the Solutions, the parties agree to comply with the
Business Associate Addendum (“BAA”) located at https://arcticwolf.com/terms/business-associate-addendum/ or such other equivalent
agreement/addendum as required under applicable health information/privacy laws. In the event the parties have entered into a BAA or equivalent
agreement in relation to protected health information, the parties intend for both this Agreement and BAA or equivalent agreement to be binding
upon them and the BAA or equivalent agreement is incorporated into this Agreement by reference.

15.11 The parties have participated mutually in the negotiation and drafting of this Agreement. In the event an ambiguity or question of intent or
interpretation arises, this Agreement will be construed as if drafted mutually by the parties and no presumption or burden of proof will arise
favoring or disfavoring any party by virtue of the authorship of any of the provisions of this Agreement.

15.12 The parties have agreed that this Agreement as well as any notice, document or instrument relating to it be drawn up in English only; les
parties aux présentes ont convenu que la présente convention ainsi que tous autres avis, actes ou documents s’y rattachant soient rédigés en

anglais seulement.

15.13 Each party agrees that this Agreement and any other documents to be delivered in connection herewith may be electronically signed, and
that any electronic signatures appearing on this Agreement or such other documents are the same as handwritten signatures for the purposes of
validity, enforceability, and admissibility. This Agreement may be executed in two or more counterparts, each of which shall be deemed an
original, but all of which together shall constitute one and the same instrument.

156.14 During the Term of this Agreement, Arctic Wolf shall carry all insurance typically carried by businesses of its type and shall, upon request
by Customer, provide a certificate of insurance reflecting such coverage. At a minimum, Arctic Wolf agrees to maintain the following insurance
levels per occurrence: Worker's Compensation and Employers' Liability at $1,000,000 (or, if greater, in compliance with statutory requirements),
Commercial General Liability at $1,000,000, Errors & Omissions (Professional Liability, including Cyber) Coverage in an amount no less than
$2,000,000, and Umbrella Liability at $2,000,000.

[signature page to follow]
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IN WITNESS WHEREOF, the parties have caused this Agreement to be executed by their duly authorized representatives on the Effective
Date.

Arctic Wolf Networks, Inc.: Customer:

Signed: Signed:

Name: __Andrew Hill Name:

Title: __Chief Legal Officer & General Counsel Title:

Date: Date:

Notice Address: Notice Address:

PO Box 46390 Office of Information Technology
Eden Prairie, MN 55344 Coun[y of Madera

Attn: General Counsel 200 West 4th Street
legal@arcticwolf.com Madera, CA 93637
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Exhibit A to the Solutions Agreement
(Information Security)

At a minimum and as specified herein, Arctic Wolf shall provide security for all Solutions Data in support of the Agreement
to which this Exhibit A is attached (“Exhibit”").

Arctic Wolf's security efforts will include, without limitation (where applicable):

1.

Logical Access Controls: Arctic Wolf shall employ effective logical access control measures over all systems

used to access, create, transmit, or process personal data, including but not limited to:

a) User authentication must use unique identifiers (“User ID’s") consistent with individual accountability and a
complex password.

b) Prohibition of clear-text credentials must be enforced.

C) User access rights/privileges to information resources containing personal data must be granted on a need-
to-know basis consistent with role-based authorization.

d) User access must be removed immediately upon user separation or role transfer eliminating valid business
need for continued access.

e) Default passwords and security parameters must be changed in third-party products/applications used to
support personal data and systems for the performance of the Solutions under the Agreement.

f) Two-factor authentication shall be used to secure all remote administrative access.

Network Security Architecture: Arctic Wolf shall employ effective network security control measures over all

systems used to create, transmit, or process personal data including but not limited to:

a) Firewalls shall be operational at all times and shall be installed at the network perimeter between Arctic Wolf's
internal (private) and public (Internet) networks.

b) Properly configured and monitored IDS/IPS (Intrusion Detection/Prevention Systems) must be used on Arctic
Wolf's network.

c) Secure channels (e.g., SSL, SFTP, SSH, IPSEC, etc.) must be used at all times.

Physical Security: Arctic Wolf shall maintain servers, databases, and other hardware and/or software
components that store information related to Customer’s business activities in an access controlled and
consistently monitored Data Center secured by appropriate alarm systems, which will not be commingled with
another unrelated party’s software or information. The facility storing personal data must follow best practices for
infrastructure systems to include fire extinguishing, temperature control and employee safety.

Risk Assessment/Audit: At no additional cost Arctic Wolf shall provide Customer with results of a current
security assessment by an accredited third party (e.g., SSAE 16-Type |l reports, ISO 27001 certification, pen test
report etc.).

Security Policy: Arctic Wolf maintains and enforces security policies consistent with all legal and privacy
requirements applicable to Arctic Wolf as a provider of the Solutions.

Training and Awareness: Arctic Wolf shall provide necessary training to ensure security awareness in Arctic
Wolf personnel that are directly or indirectly engaged in handling personal data and systems for the performance
of the Solutions, onsite or remotely.

Protection of Customer Information: In addition to what may be described in the Agreement, where applicable,
Arctic Wolf agrees to protect personal data as it would its own. For purposes of clarity, Arctic Wolf agrees to
adhere to the following controls surrounding the use and protection of personal data:
a) Clear text (ftp, telnet, etc.) protocols may not be used to access or store personal data.
b) Personal data stored at rest must be encrypted with key sizes of 256-bit for symmetric and 2048-bit for
asymmetric encryption.
c) Personal data may not be copied, sold or used for solicitation purposes by the Arctic Wolf or its business
partners. Personal data may only be used in conjunction with and within the scope of the Agreement.
d) Personal data must be segregated from other Arctic Wolf customers, systems, or applications unrelated
to Customer.
e) Arctic Wolf must disclose where personal data will be stored and processed. Storage of personal data
shall take place within the United States; however, personal data may be accessed in accordance with
the terms of Section 10.1 of the Agreement.
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8. System Monitoring: Arctic Wolf shall regularly audit and monitor information systems processing of configured
Customer's business activities to ensure the protection of personal data. Arctic Wolf must have defined processes
for security alerting, escalation and remediation that are consistent with the Solutions procured pursuant to the

Agreement.

9. Vulnerability Management Controls: Arctic Wolf shall employ effective vulnerability management control
measures over all of its systems used to perform the Solutions and that are used to create, transmit, or process
personal data, including; but, not limited to:

a) Conduct vulnerability scans of their network to ensure no critical security vulnerabilities remain unresolved
post 30 days.

b) Deploy and maintain currency of up-to-date commercially available anti-virus, anti-spam, anti-malware
software on all information system components used for the purpose of managing personal data. Additionally,
provide for regular scanning for viral infections and update virus signature files frequently.

€) Maintain a standard patch management process and practice to ensure the protection of any devices used to
access, process or store personal data.

d) Within 72 hours of confirmed fraudulent or malicious activity occurring on the Arctic Wolf Solution, to inform
the Customer team about the activity to the extent it results in or may result in an unauthorized use or
disclosure of personal data. Any request by the Customer team for information will be provided to Customer
within two hours, to the extent known by Arctic Wolf. '

€) Any security breach that involves personal data must be reported to Customer without unreasonable delay.
Arctic Wolf shall immediately perform a root cause analysis as well as provide detailed information about
measures taken by the Arctic Wolf to prevent future breaches. All efforts to rectify or resolve the situation
must include subsequent and regular notification for the reported incident.

f) Arctic Wolf agrees to provide full cooperation with Customer and in the event of a data breach involving
personal data including, but not limited to: server log information showing network and application traffic.

10. Data Destruction: Arctic Wolf shall ensure that residual magnetic, optical, or electrical representation of personal
data that has been deleted may not be retrieved or reconstructed when storage media is transferred, become
obsolete or is no longer usable or required by Customer.

e Arctic Wolf data retention and destruction must comply with applicable laws or regulations.

e Personal data stored on Arctic Wolf media (e.g., hard drive, optical discs, digital media, tapes, paper, etc.)
must be rendered unreadable or unattainable using the NIST Guidelines for Media Sanitization (Special Pub
800-88), prior to the media being recycled, disposed of, or moved off-site.
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Last Updated: 10/01/2022

Managed Detection and Response
Solution Terms

This Managed Detection and Response — Solution Terms sets forth the terms and conditions of the
Managed Detection and Response Solution (the “Solution”). The Solution, if purchased by Customer as
evidenced by Customer's election on an Order Form, will be provided in accordance with the terms set forth
herein and the Solutions Agreement (the “"Agreement”) made by and between Customer and Arctic Wolf
Networks, Inc. (“Arctic Wolf"). Any capitalized terms not otherwise defined herein shall have the meaning
set forth in the Agreement.

The Solution is delivered by the Security Services team (which was formerly referred to generally as the
Concierge Security™ Team) which is comprised of two (2) teams: (1) the Concierge Security™ Team
(“CST"), and (2) the Security Operations Center (“SOC").

The Solution:

Specific features and functionality provided as part of the Solution include:

o collection of Solutions Data', including Customer's system logs, from Customer's systems using
Equipment,

e analysis by Arctic Wolf Security Services of both Equipment and log data through the correlation of
Solutions Data with threat and vulnerability information,

e scanning of Customer’s internal and external systems,

e escalation of Security Incidents (as defined below) in need of attention by Customer as set forth
herein,

o advisory recommendations intended to improve Customer’s security robustness,

o calculation of Customer’s Security Score, as more fully described below,

e Data Exploration module, if licensed by Customer as reflected on an Order Form (as more fully
described below)?,

e Host Containment Actions (as more fully described below), and

e regular summary Executive Dashboard reports, as described herein and the Documentation.

NOTE: The performance of the Solution, including specifically, notification of Emergencies or
Security Incidents, as defined below, will not commence until after initial deployment is complete.

The performance of (i) remediation services for Security Incidents (as defined below), (ii) the re-

imaging of Customer’'s systems, or (iii) change of policy settings is outside the scope of the

Solution.

Data Transfer. Any Equipment provided by Arctic Wolf to Customer is physically or virtually deployed to
monitor Customer's system traffic. Such system traffic is augmented with additional sources of log data, as
required, to deliver Managed Detection and Response. All such system traffic information is deemed
Solutions Data. Essential log sources will be determined by Customer and Arctic Wolf during the
onboarding process preceding the Order Form Effective Date.

Any Solutions Data will be securely transmitted to Arctic Wolf. The Solution operates redundantly with
Customer's High Availability (HA) specifications in order to minimize potential service interruptions. Hosting
providers used by Arctic Wolf to deliver the Solution may experience service interruptions and service
outages outside the control of Arctic Wolf. If such a hosting provider issues an outage notice that could
materially impact delivery of the Solutions, Arctic Wolf will use commercially reasonable efforts to promptly

! Solutions Data also may be referred to in the Agreement as Customer Data.
2 Existing Arctic Wolf MDR Customers may be, subject to authorization by Arctic Wolf, eligible to license Log Search capabilities
only. In such event, Log Search will be included on an Order Form.









notify Customer about the outage and communicate the planned recovery time provided by the hosting
provider.

Solutions Data may include personal or confidential information. Customer will provide any such personal
or confidential information in accordance with the terms of the Agreement.

Data Retention. Arctic Wolf will store Solutions Data for the Data Retention period specified in Customer’s
then-current Order Form. Solutions Data may be returned to Customer in accordance with the terms of the

Agreement.

Data Storage. Arctic Wolf will store Solutions Data in the hosting provider location selected by Customer
and set forth on an Order Form.

Updates & Upgrades. Automated maintenance and update cycles to the Equipment will be performed
remotely by Arctic Wolf Security Services. Arctic Wolf will provide any services related to the replacement
or upgrades of the Equipment. Any costs related to such Equipment replacement or upgrades will be in
accordance with the Agreement.

Security Incidents. The CST supporting Customer is available 8:00 am to 5:00 pm (based on the time
zone within which the CST is located), Monday through Friday (excluding holidays). The SOC is available
24 hours a day, 7 days a week, including holidays. Customer may schedule specific activities with their
CST by contacting the Arctic Wolf SOC at security@arcticwolf.com. Arctic Wolf Security Services will
acknowledge any schedule request submitted by Customer to security@arcticwolf.com within one (1) hour
of receipt of such request. Arctic Wolf Security Services will provide an estimate of response time
determined by scope, size, and urgency.

Arctic Wolf Security Services will notify and escalate to Customer any Security Incidents, the definition of
which will be agreed upon by Customer and its CST during the Subscription Term after transition from the
deployment team, discovered by Arctic Wolf within two (2) hours of Arctic Wolf's discovery of such Security
Incident. Arctic Wolf standard Security Incident notification process is through a ticket to the Customer;
however, Arctic Wolf and Customer may agree to alternate notification processes. Security Incident
notifications will include a description of the Security Incident, the level of exposure, and a suggested
remediation strategy. Customer is responsible for implementing, in its sole discretion, any remediation
strategies identified by Arctic Wolf. Customer may request validation by Arctic Wolf that any such
implemented remediation strategies are working as expected.

Emergencies. Following transition from the deployment team to the CST, Customer and the CST will agree
on and document which Security Incidents will be defined as an “Emergency”. Emergencies will typically
include the discovery of ransomware and other alerts that could cause degradation/outage to Customer's
infrastructure security. Arctic Wolf will escalate Emergencies to Customer within thirty (30) minutes of Arctic
Wolf's discovery of the Emergency.

Any Emergency identified by Customer can be escalated to Arctic Wolf's Security Services by calling: 1-
888-272-8429, option 2. Customer must describe the Emergency in the initial call and Arctic Wolf will
respond within 5 minutes. In addition, with respect to any urgent inquiries, Customer may contact Arctic
Wolf's Security Services by calling: 1-888-272-8429, option 2.

Scans. On a monthly basis, Arctic Wolf will use the Solution to conduct external vulnerability assessment
scans of Customer's environment. As part of these scans, vulnerability and exploit information will be
normalized and correlated with other data sources in order to determine Customer's Security Score and
prioritization of any identified remediation strategies. Arctic Wolf will deliver to Customer a summary security
report that includes Security Incident and Emergency notification activities on a monthly and quarterly basis.

Coverage Score (fka Configuration Score or Security Score). Customer's Coverage Score is provided
as part of the Solution for illustrative and informational purposes only and may be used by Customer for
internal benchmarking. The Coverage Score is based on certain information related to the results of the



Solution within Customer’s environment and is compiled using the Solutions Data made available to Arctic
Wolf in conjunction with its delivery of the Solution. Customer’s Coverage Score will be communicated in
Customer's summary reports in addition to being available on Customer’s online Executive Dashboard.
Customers may elect to compare their Coverage Score against industry averages from organizations in the
same industry vertical to assess how Customer is performing against industry norms.

Host Containment Actions. Arctic Wolf may, if agreed with Customer, using commercially reasonable
efforts, perform host containment actions, including removal of host containment, as described below
(collectively, "Host Containment Actions”), provided that Customer has deployed the Arctic Wolf Agent
or such other ageed upon third party agents. In the event Customer has deployed multiple agents, including
the Arctic Wolf Agent, within its environment, Arctic Wolf will contain using the Arctic Wolf Agent. Based
on (i) information provided by Customer to its CST following initial deployment, (ii) a mutually agreed upon
escalation process set forth in Customer's onboarding document, as updated upon agreement by Customer
and its CST during the Subscription Term, and (iii) Arctic Wolf is provided appropriate access to applicable
third party security applications, if any, within Customer's environment, the Security Services team may
remotely isolate a Customer endpoint device(s) that shows evidence of compromise or other suspicious
activity. When the Security Services team identifies certain indicators of attack on an endpoint, the Host
Containment Action will be initiated systematically, in accordance with the agreed upon escalation process,
and subject to the requirements set forth herein, to rapidly quarantine the suspected compromised system.
The indicators of attack that may drive Host Containment Actions include those relating to
ransomware (and other types of advanced malware), malicious command-and-control (C2) activity, or
active data exfiltration attempts.
The endpoints under containment will receive a containment notification and the Host Containment
Actions will be detailed in an incident ticket. If using the Arctic Wolf Agent, the Customer Portal will display
the Customer endpoints that are currently in a contained state. Security Services team is available to
Customer to answer questions or provide detailed information on any contained endpoints.
Pre-requisites for Host Containment Actions —
Customer must:
e Complete a checklist in partnership with its CST, which will include further definition, including
but not limited to the scenarios where Arctic Wolf will and will not perform Host Containment
Actions including specific information regarding which endpoints/servers where Host
Containment Actions will and will not be performed, the times of day for Host Containment
Actions to occur, notification and escalation preferences related to Host Containment Actions;
e Provide Arctic Wolf with technical permissions to allow Arctic Wolf to perform Host Containment
Actions within Customer’s environment (Customer understands that should Arctic Wolf have
invalid access or is blocked from initiating Host Containment Actions, Arctic Wolf will be unable
to provide the agreed upon Host Containment Actions);
e Implement appropriate internal procedures and oversight to the extent Customer utilizes the
configuration of workflows and processes, including but not limited to Host Containment
Actions and other similar functionalities; and
e Enable software or services, in Customer's discretion, to permit necessary visibility into
Customer’s environment to perform Host Containment Actions.

Microsoft US Government Community and High US Government Community Environment
Monitoring. In the event Arctic Wolf monitors applications for Customer within the Microsoft US
Government Community environment or US Government Community High environment (each a “GCC
environment") as part of the delivery of the Solutions, Customer understands and agrees as follows:

1. Only Arctic Wolf supported, and integrated applications will be monitored in the GCC environment.
2. Solutions Data (i) may be accessed by Arctic Wolf, its Affiliates, and any third-party providers, from
locations outside the United States, and (ii) may be accessed by persons who are not United States citizens;
3. Arctic Wolf does not require access to or delivery of Customer's Controlled Unclassified
Information;

4, Arctic Wolf will provide reasonable cooperation to Customer in the event of a data breach involving

Solutions Data including, but not limited to assistance in responding to any government or regulatory
inquiries;



5.

Certain Microsoft log sources may be in beta and, consequently, Arctic Wolf makes no

representations as to the delivery of the Solutions related to any such beta Microsoft log sources; and

6.

Customer will immediately notify Arctic Wolf of non-consent or any change in consent and any

monitoring of Customer's GCC environment will immediately cease without further liability to Arctic Wolf.

Additional Modules.

Cloud Detection and Response (“CDR”). Customers may license CDR for Amazon Web
Services (AWS), Microsoft Azure, and any such other cloud laaS and SaaS environments that
Arctic Wolf may agree to monitor at a frequency agreed upon with Customer. Customer’s election
to license such CDR feature will be set forth on an Order Form. If licensed as part of the Solution,
Arctic Wolf will provide detection and response for the respective laaS and SaaS environments as
described herein.

Data Exploration. Customers may license Data Exploration. Customer’s election to license such
Data Exploration feature will be set forth on an Order Form. Data Exploration allows Customer to
work with its CST to identify and remediate risk in Customer's environment. Customer may access
historical and analyzed data for quick, ad-hoc investigations and self-service reporting while
working with its CST to understand the results and take actions when needed. Data Exploration
includes (i) Data Explorer which includes pre-defined workflows to address common security
questions and (ii) Log Search® which permits Customer to query its retained Solutions Data in 30-
day increments.

3 Legacy customers licensing Log Search are entitled to Log Search only.



ATTACHMENT "C"



» ARCTIC

WOLF THE LEADER IN SECURITY OPERATIONS

Arctic Wolf

Managed Detection & Response Deployment

Service Description

Prepared for:
Madera County

Date: November 18, 2022

Service Description
©2022 Arctic Wolf Networks, Inc. All rights reserved. | Confidential A



y ARCTIC

WOLF THE LEADER IN SECURITY OPERATIONS

Table of Contents

1.  INPOAUCHION ..vevvesscisessiinicisuizisviismmiivinvessnisnswiiamsesiiasivissansnissitasssrsarinniesavareseeisbrivinsnpnss 1
2.  BACKGIOUNG ..corersrevserserssssssssisssmsisinssvsssssnsss ssesetvssassss vass ivss vumssaasmssasasnsstsvasvesssaismssnnassos 1
i B L0 T 1o o ] o SRR E U R ST St S S C e S AT R————— 2
3.1 Environment - Servers [ USErIS ... e sseases 2
3.2 Environment = ArChite@CtUIe .....cccveeiccrrrirrcc e s eas 2
3.3 Managed Detection & Response Deployment........ccccvvniiniinnnnnnnn., 1

= T =Tt oV [of= [ L4 et o i O TR 1

b.  Sensor Provisioning / ShipPmeNnt ...ttt 1

c. Managed Detection & Response Sensor Installation.............cccovvviviniiiiiiiinn, 1

d: ESSBNtals PRASE . iisiiiivimimmsitinmsii i imstoomsemesiorsiasessssisgsasasosiessisamssossastosarssssasnsssnssisuonss 2

8., REAUINGSS PIABE: 1o iinsmvunss sever cviivsinmsms savnise siiss o0sss e 40 a5H 53050043 418350785 900508V 0 E 487 S50STRE3 R s F P S TRO 555 2

f.  Service Acceptance and Customization..............ccooveriereriinciinieici 2

3.4 Madera County Responsibilities........cccccinviinniinninin e, 3
3.5 Mutual Responsibilities ........ccviinimnininiimmnii . 3
3.6 Assumptions and TimeliNe......c.cciiiiminiiminn . 3
BT QUL OF SCOPEC usssuvssusvssscuarasinssasassnsssssasnssss ssavinsdsssnsssssnsssssossessonssssssssssasuossasassssssnssssansssssenssans 4
3.8 Location ......cccsanisissanionns TIPS 4
4, ROSOUICHE iocrmrenrisismsmevseerersessanssmssnrenprssssssssrnesesnapansosers inesy o e TS paeas s s r TRV STHH PRI S 4
PrOJECE TEAM ...eviticeei ittt s b bbb s e 4

4.1 ChaNG@ PrOCEUUIES cicciiisiinniiiniioarsssnssinnisorssssnsssnsssonssssais ssssessasissssissaisiaosssnesssssassaisassinsinoss 5
PROBEES. ... vueeeoreerensssnsessiseesssassis iessia s os 653 553 40005440 RE o3 A TAVRR o0 0N H o0 TS FHA 5 5 SV ET S YA VI SRS BRSPS BT 5

5. RAPOIHNG SIBLS ...cccoovnimummnmmminsismissssis s T TS 5
5.1 Progress RePOIS....icuruessiisnriiiniiississsissssnsintiisisississviniessiosssionsisssasanssaonsssvasissisiasini isin 5

Service Description A

©2022 Arctic Wolf Networks, Inc. All rights reserved. | Confidential



\ ARCTIC

WOLF THE LEADER IN SECURITY OPERATIONS

1. Introduction

Protection is required but no longer sufficient in today's digital, connected environment.
Strong defenses are necessary but sooner or later every organization will get breached.
Most breaches will be the result of a social engineering attack because the weak link in
security is the human element. Common ways that hackers bypass defenses and breach
the company's network include users clicking on an embedded link, downloading a file, or
visiting a website. The reality is that the initial breach is generally the first step for any
hacker and does not lead to immediate damage. That initial breach allows the hacker to do
reconnaissance, find what's valuable, and then attempt to extricate or extort through
ransom. Generally, that second stage takes several months. A Detection Strategy along
with a Response Strategy can detect these initial security incidents and can stop the hacker
without any real damage to the company. This requires collecting log data from the various
IT and security systems, analyzing the data, finding the incidents and vulnerabilities, and
remediating problems in a timely manner. This work will validate that the organization is
secure and identify ways to improve the security posture of the organization.

Arctic Wolf (AW) is providing Madera County with a world class Security Operations to help
protect against cybercrime. This allows Madera County to focus on their business while still
having the ability to answer the question, “Are we safe?”.

2. Background
Madera County has asked Arctic Wolf to provide the deployment services described within
this document.

This deployment services component of the overall solution will enable Madera County to
realize the following benefits:

o Leverage Arctic Wolf onboarding and project management resources to plan,
document, and deploy the Managed Detection & Response solution.

This document outlines the scope and high-level tasks as well as both Madera County and
Arctic Wolf resources required to complete this effort.

Service Description A
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3. Project Scope

The following sections describe the Services in greater detail and identify Madera County
and Arctic Wolf's responsibilities necessary for completion of the deployment engagement.

3.1 Environment - Servers / Users

Category Count
Managed Detection & Response Users 1,950
Managed Detection & Response Servers — Physical 250
Box Users 5
Office 365 Users 1,950
Managed Detection & Response Log Retention 7 Years

3.2 Environment - Architecture

Sensor Type Sensor Quantity

AWN-1000 Series Sensor 2

Service Description A
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3.3 Managed Detection & Response Deployment
a. Technical Kickoff

e Madera County to complete the onboarding document for all sensors.
o Site Address and Ship to Address for each sensor
o IP Information for each sensor
= Static IP address, Subnet Mask, Gateway IP, DNS1, DNS2
= Must be able to reach the internet
¢ Site Domains and external IP addresses to scan
¢ AWN will review and confirm basic information to:
Provision and ship the sensors
Contacts
Escalation and Incident Workflow process
Additional log source identification
Network segmentation information

Critical Services, Devices, Users and Groups, and Segments AWN
should be aware of

O O O O o

b. Sensor Provisioning / Shipment

o AW will use the information from the technical meeting and onboarding form to
get the sensor(s) provisioned and shipped to Madera County.

o Managed Detection & Response Portal Access will be provided for
collection of Onboarding data.

c. Managed Detection & Response Sensor Installation

e Madera County will perform a cabling exercise to get the sensors installed at
each of the locations. AWN will direct Madera County through this process
remotely. If the deployment method is SPAN/Mirror, Madera County will be
required to provide a SPAN/Mirror port. Sensor installation documents can be
reviewed here: Sensor Setup

o Madera County will make sure any firewall/proxy configurations are made to
allow the sensor(s) to communicate with the AW Platform (see MDR Portal for
details)

e Arctic Wolf will validate that sensor(s) are communicating properly with AW
Platform.

Service Description A

©2022 Arctic Wolf Networks, Inc. All rights reserved. | Confidential



\ ARCTIC

WOLF THE LEADER IN SECURITY OPERATIONS

d. Essentials Phase

e Preliminary Sensor Configuration
o Initial sensor installation and verification
o Configure Service for the following log sources
=  Firewalls
= Active Directory Services
= Domain Controllers
= DHCP
= SaaS apps (if applicable)
o Customer portal preparation
e Agent Deployment (as needed — recommended)
o Test and verify Windows and/or MacOS agent
= Verify manual installation process
= Verify deployment via desktop deployment tool if applicable
e Verify Agent connectivity

e. Readiness Phase

e Follow on Configuration
o Complete sensor installations for sites in-scope for onboarding
o Configure additional log sources
o Configure external exposure scanning systems

f. Service Acceptance and Customization

e Introduction of Concierge Security Team
e Discuss log source ingestion that would require security customization
e Identify reporting and compliance needs
e Train customer portal users
e Review and deliver Arctic Wolf provided “As Built Documentation”
o Sensor Connectivity Diagram with IP Details

Service Description A
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3.4 Madera County Responsibilities

Arctic Wolf acknowledges that its timely provision of and access to, facilities,
equipment, assistance, cooperation, complete and accurate information and data from
Arctic Wolf departments, (including such systems and networks required for functional
testing). Madera County acknowledges that Arctic Wolfs ability to perform the Services
depends upon Madera County fulfillment of these obligations. Other Madera County
responsibilities include:

e Physical sensor racking, power and cabling

e Network administration

e Firewall administration

e Server administration

e Cloud Application Adminstration

e Arctic Wolf Agent deployment to intended endpoints

3.5 Mutual Responsibilities

In support of the Services provided hereunder, both Madera County and Arctic Wolf
Networks shall:

e Conduct project review meetings at a mutually agreed upon time and location to
discuss the project status, issues, new requirements and overall project satisfaction.

e Support and provide representation at these meetings, which will cover status
update, schedule update, pending changes, open issues and action items.

e Meet at the conclusion of this project to bring to closure the project and capture,
discuss and resolve any project issues that may have arisen.

3.6 Assumptions and Timeline

Below is a high-level timeline example for the onboarding project:

Task Finish Date

. . . Scheduled following receipt of order and
Technical Review Meeting after receiving completed Onboarding forms

: 5 — 10 business days from Technical

Sensor(s) delivery Meeting
Sensor/scanner staging and installation Varied, depending on customer schedule
Essential log source configuration ~ 1-4 hours per location
Cloud Services setup ~ 1 to 2 hours per cloud application
Additional log sources Varied, depending on type/amount

Service Description A
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Validation of Onboarding configuration ~ 1 day
Open Production AW service / Introduce CST 1 hour meeting

3.7 Out of Scope

Arctic Wolf is responsible for performing only the Services described in this document.
All other services are considered outside the scope of this document. If Madera County
wishes to modify the Services, Madera County and Arctic Wolf Networks will define
and scope those requirements and follow standard change control procedures.

3.8 Location

The onboarding services will be delivered using Arctic Wolf standard delivery model,
which will be remote/offsite delivery. If Madera County requires a different delivery
model, the fees, expenses, scope of work and/or Deliverables specified herein are
subject to modification in accordance with standard change control procedures.

4. Resources
Project Team

Arctic Wolf recommends that Madera County plan for availability of the
following resources:

Security Team Resource
Network / Firewall Resource
Active Directory Resource
Cloud Application Resource

Arctic Wolf will assign a project team that will include the following
resources:

Project Manager
Professional Services Engineer

Service Description A
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4.1 Change Procedures

Process

Any request for any change in Services must be in writing; this includes requests
for changes in project plans, scope, specifications, schedule, designs,
requirements, service deliverables, software environment or any other aspect of
this document. Arctic Wolf Networks shall not be obligated to perform tasks
related to changes in time, scope, cost, or contractual obligations until Madera
County and Arctic Wolf agree in writing to the proposed change.

5. Reporting Status

5.1 Progress Reports

Arctic Wolf will hold regularly scheduled status meeting with Madera County and will
provide follow up meeting status documentation following each status meeting.

Service Description A

©2022 Arctic Wolf Networks, Inc. All rights reserved. | Confidential



ATTACHMENT "D"



*ONI ‘INOIDYIANOD J0 NOLLYIWYOANI AYV.LIIYOdd ANV TVLLNIAIINOD

ST'I8€'08T$ ST'I8E'08T$ Iezol 103foid
d3ANTONI LON 334 9pPAoay pajewnsy
00°0% ybie14 pajewnsy
85°780°2$ Xe| p=jewns3

09°862'8LTS$ 09'86Z'8LT$ le30aqgns pafoid

10°0$ swil-auQ 10°0% S3JIAIBS |eUOISS2)01d

e epe’ses swi]-auQ Eepbe'ses aiempleH

LT'SSO’ESTS swi|-auQ LT'SSO’EST$ alemyos

Em.ﬂok |&0L _mc_c_mme ang _8_o>£ XN _ ang ucmt:u_ Alewwing uognjos

:0d 42wo3sn)
8ZOALNNOOMS :dI 43wo3sn)

LE9E6 VO ‘VHIAVIW
1S Hi¥ M 00T :ss2lppy ol jlig

£E9€6 VD ‘VHIAVIW
4 Wy

€SC9EH/T08T+ :duoyd
Eou.mcomm\_m>:ou@mc_nnmumz sjlewy
suiqge)s eulgey w>_uﬂ—:ﬂm0‘.nm¢ S9|es apisux
£975-T99 (6SS) :@uoyd
wod Ajunodelspew®ziotuolee :jlewy 1S Hi¥ M 002 :ssa4ppy ol diys
ZRJQ uolsey :Ppejuo) Atewnd eiapepy Jo Aquno) :iawo3sn)

S0%00£000-dO - INFWIDV1dId SHAIOMIUNIIS 410M JLLIY - V3IAVIN 40 ALNNOD
Atewnwing uonnjos

eiapey 4o AJuno) :1awolsn)

50£00£000

-dO - INJW3DV1dId

SHIOMIYNI3S 4T0M JLLHY
- Vd3AVIN 40 ALNNQD :3weN uonnjos

T2ET8L000-0S
S0+00£000-dO :# Ssyuswndoq

0T JO T :# 3bed e
220Z/81/0T :81eQ



“ONI “INO3DYIANCD 40 NOLLYWHOLNI AYVLITYO¥d ANV TVLLNIAIINOD

UL UL

-31va RERREN -a1va “y3Ang

‘A8 @3143020V
*3JEMJJOS SUIBIUOD JO/PUE JapJo painBiyucd e si JapJQ Syl

*(s)4ap10 Mau Aue buinssi 03 Joud Ajbuipiodoe seoud 1o/pue sBuiayo snfpe o3 Jybu ayy saAlasal Jajjes ‘pouad Aep o Buiobaloy ay3 Jo uogesdxe
3y3 Jaye ‘sVIAIRS Jo/pue spnpold Aued paiy 10j 19xsew aug ui saoud Guibueyd Ajpides 03 anq 1933 pue 32105 Aue 4o 3q J36U0] Ou [|IM JaPIO SIYY “Iayeasay |
*J02.13y 33ep ay3 buimoyjo sAep (0€) AMiyl Jo pouad e 1oy pilea 3q M JapIQ SIYL "13punasay paplacid J0u ase paziwayl Ajjeaunads 10U SIJIAISS JO/PUB S]INPold

3A0Qe pauasal
Juawaa.by Jasey AoebaT e Jo/pue ‘SuoRIPUC) pue SWLIB] [eJaUsD SuluQ 33 ‘JuaWwaalby Sajes J3ISe B 0} Seouslael ||B Sepasiadns 10e.quo) J0309S gnd Yans
pue ‘uaiay paduaIael 19e3u0D) 403995 JIignd Y JO SUORIPUOD Pue SuLI3} 3y3 03 IA(QNS S J3PIQ SIY ‘dAoqe pajers Alequod ayy 03 buipAue BupueIsyIMION

“uawWaa1by ayy

Ul ypioj 39s se sbulueaw aWes Yy} dARY [[IM UIRIDY Pasn suu) pazijeided ‘uiasay pauyap ISIMIBLI0 SSAJUN ,"SADIAIRS, SE A]DARDD]|0D 0] paLiajal 9q Aeul SDIAIRS
SduBUIJUIB pue SIDIAIRS pabeuely ‘SedIAISS [eUOISSDJ0.d ‘AJUO S0UBIRJDI JO 35D 104 *(,SIIAISS DURUIUIRK, ‘Aj9AID3]|02) SUOREILIDadS puB UOREIUAWNIOp
9ADadsal JIBYY UM SoueuLIoju0D Ul 31esado Asy) Jey aunsus 03 sajis panoddng je swiaisAs papioddng Jo spnpold pauoddng So1A1ss pue ulejulew

03 J2wo3sn) Aq paJaplo SIJIAIBS SDUeUsjUIRW PapIA0Ld-13]13S Aue (p) Jo/pue (,S3oiA1as pabeuely, ‘Aj9ARDa]|02) S3d1AI9s Buooysa|qnoL ‘10/pue SJIAISS
Buuojiuow aj0was ‘saoinues Juswabeuew 3sesjal 31eMYOS ‘SIIAIRS Juawabeuew JOpuaA papinald-13)[35 Aue (3) {(,S30IAISS [eUO0ISSa404d,, ‘AjoARDa][02) J9)[9S Aq
SI3WO3ISNJ 0} P|OS pue SPNPo.d 3Y3 YIIm pajenosse Ajjesauab ale jeyy sadiuas poddns papiaosd Aued paiy Jo/pue ‘saoialas |euoissajold ‘sadialas uonejjeisu; Aue
(9) {(,sPnpoid, ‘Aj2ARD9]|02) 21emy0s 19]|3S Jo/pue ‘aiemyos Aued paiyy ‘aiempaey Aue () :1awoisn) 03 Buimojjos aul Jo Aue Jo 3jes ay3 apnpul Aew JapIQ SIYL

Juawa316y 3y3 Jo Apoq utew auy (11r) pue ‘(3jqedydde 41) Juswaaiby 3y 03 v JuswyReny (1) ‘(1apJQO Sy ojul pajelodiodul

(s)uswnoop buruoddns s|qedidde Aue pue Asewwns uoQnjos Yl USAIMIS] SPILUOD e 35U Ji Hulljo.quod JUSWNI0P JYIDAdS PuUe JUSI3I JSOW B LHIM) J9pI0
SIy3 (1) :Sm0j|04 Se 3q ||eys 30uapad3.d JO J9pI0 3 “I9pIQ SIYY PuUe JUSWSI6Y 3Y) Ul SUOQIPUCD PUB SULIS] aU3 USIMID] 1DIUO0D  JO JUSAD SL3 U * /Suonipuod
-pue-sw.as)-|esausb-auljuo/wod auoabiaAucd -mmm//:sdiyy e pajedo] ‘suonesyipow Aue 03 13[qns “1apiQ sy 03 Aidde |jeys Juswaalby Jasely AoebaT yons

40 suoRnIpuod pue swua} 3y} ‘(,Juswaa1by Jaxse Aoeba,) sauelpisqns Jo/pue Sajeljule ‘s10ssa0apald S, Ul ‘SuQaB4SAUDD) JO BUO UM OJul PaISIUS Juswsaaibe
J31sew e s JuswIa.by S 18wWoIsn) JI * /SUORIPUCI-PUB-SULIS}-[esauab-3ul|uo/W o3 3u0abI3AUC MMM//:Sd1jY 138 J9UI3JUl SUY3 U0 PUNO) AQUALIND SUORIPUO)

pue swa] |esaua9 SuluQ 3y “Jaw0lsn) pue T usamiaq soejd ul Aguaund si Juswaasbe Jajsew yans ou yi (1) 4o Luswolsn) pue (,43)[2S,, 10 ,2uQabiaAun),
10 12, ‘A]2A1309][02) Sajel|we pue sauelpisqns S)l Jo/pue -Juf ‘suQabiaAuc) usamyaq JOaaY 33ep 3 JO Se Paya Ul Juswsalbe sajsew ajqedidde Jou3o

10 JuaWaa1by sales Jaasely aup (1) :(,uswaa1by, ayl) suonipuod pue suu} BuiMoj|o) Yy 03 I3[qNS 3q [[_YS J3PIQ SIYI “ISPIQ SIYY Ul payDads SSIMIBLI0 SSajun

*Atewwng uonn|os siyi Aq Ajpieindde pajuasaidal ale (S)uawndop payoene Yyans Jeuy) Jusawabpaimouse pue JSpIQ Siy} Ul JUSWNJ0p Yoes Yjim

juswsaibe sawoysn) jussaidal j|eys (43pIO SILF YIIM UORI3UU0D Ul J9pio 3seydind e Jo SJUenss! S J3WolsnD 10) J8pI0 Sy uo ainjeubis sJawoisn) *(,J9pio,

SiLy “Aj2Ai03)102) SouBIasRl AQ ulesay pajelodlodul a1 SJUSWINDOP YaNS pue 0jassy paydeqe aJe Jely (S)Sjusuniop ay] Sazuewwns Alewwns uonn|os syl
e13pe|y Jo AQuno) :1awoisn)

S0+00£000

-d0 - INJW3DV1d3d

SHIOMIINDIIS 4T0M JLLIV
- Y43AaVIW 40 ALNNQOD :3weN uognjos

T2£28£000-0S
S0+00£000-dO :# Sjuswnooqg

0T Jo T :# 3beq =
T202/81/0T :=3eq



"ONI “INOIDYIANCD 40 NOLLYWHOANI AYV.LITYOYd ANV TVLLNIAIINOD

juoydn pajig :usWwWo)

aybrem wig
ybam
¥/N :uibLQ jo Aqunod
*AeA sawn
AiaAiaQq “Ja1nejnuew Aq payd03s 10npold
ONIQYVOEINO ¥aW
10°0$ 10°0% % 00'00T  SO'6E€'6T$ S0'6EE'6TS T 96-T0 VdON  SATD4710M DLLDYY SOAS ONIQYVOENO AW 90-4AW-MV ¢
$202/50/€0-€202/£0/€0 :wia) ‘uawAed IST Ul papnu] :Juswwo)
yBram wiqg
ybam
V/N :uibuQ jo Aqunod
*Aea sawn
AidAaq “1e1mpejnuew Aq paxyo03s 1PNpold
SOIT NYaw
00°0t2'ST$ 0TET$ % 09°€L 00°005°'£6$ 00°0S$ 0S6T 96-T0 YdON 470M SQ1D SOIT ¥3SN YAW 4T0M DLLOUY ¥ISN-YAW-MV T
a010AUl IST
Ppenuo)
0Ud papualxg  |3dud Iun 3sIq % Isrpspusg  |dudsniun |40 wa) 101235 21qnd uogduisaq JaquinN w3 | #
10d J2wo3sn)
£S79EHLTO8T+ =auoyd 8rZOALNNODMS :dI J8wo3sn)
wo2°su0abiaAucoPsulqgansy jrewy LE9€6 VO ‘VYIAVI
suiqgels euwney aanejuasasday sajes apisur 15 I.wv M 00Z :Ss34ppy oL I
£925-199 (655) :auoyd GESER b s
wod*Aunodelapew@zuo-uciee jlews 1S Hlb M 002 :ssaippy ol diys
ZIUQ uoley :pejuo) Alewud elapejy Jo Ajuno) :1awolsn)

S0700£000-dO - LNIWIDVIdIY SHAOMIUNDIS 4TOM DLLYY - VIIAVIW 40 ALNNOD
ajond) uonnjos

eI3pey 40 AQUno) :Jawolsn)

50004000

-dO - INJWIOV1dIY

SHIOMIUNIIS 4T10M JLLAY
- Vd3aVIW 4O ALNNQD :3weN uoRpnjos

TZET8L000-0S
S0+00£000-dO :# Sjuswnooqg

0T J0 € :# 3bed
2202/8T/0T :=1e@

#




"ONI “ANOIDYIANOD 4O NOLLYIWYOSNI AUVIITHdOYd ANV TVLLNIAIINOD

$202/50/€0-€202/£0/€0 :wa) ‘uswAed IST Ul papnjou] :jusWWO)
yblom wiq

y6iam

V/N :u1buQ jo Aquno)

*Atea sawn
Asalje@ “Jainpejnuew Aq payools pnpold
4T0M JLLOYY MH

201

98°/ST'1$ £6°829% % v8'vL 00°000'S$ 00°0052$ 4 96-T0 VdON  SNNOD SQTD S+ M 9TX8 YOSNIS SYS000T  -S-XXOT-YAW-MY S

#207/S0/€0-£202/£0/€0 w3 ‘JuswAed IST Ui papnpU] :JUSWWOD

BULEIN
V/N :uibuQ Jo Agunop

*Auen sawg

AdniRQ “Jaanpeynuew Aq paxa03s 1Pnpold

000€-SZT SOIT YAS dAW 410M

05°/6€’'c$ 65°ET$ % 28'CL 00°005'2T$ 00°0S$ 0St 96-T0 VdON JLLDYY SATO SOIT ¥AS ¥AW 4T0M JLLOAY

juoydn paylig :usWWO)

2ybam
V/N :uibuQ o Agunop

*AeA sawp

AlaniaQ “Jainpeynuew Aq payaols 1oNpold

ONIddIHS ¥YNDS/40SN3S 410M

88°T0€$ $6°0ST$ % 00°0 00°0t2$ 000214 i 96-T0 VdON  JLLO¥Y SATD SOAS DNIddIHS ¥NDS/J4OSN3S

3S-YAW-MV

dHS-MV

14

€

Pequo)
U4 papusixg  [aoud un 2510 % M pspusxd  |dudIsmaun  [AD wal 101935 21jqnd uondussaqg

JaquinN wajg

#

:0d J3wo3sn)y
£529EPLT08T+ :duoyd SFZOALNNOOMS :dI Jowo3snd
wod°auoabiaAucO@suIqgalsy sjiews LE9E6 VD ‘VNIAVW
sulqga)s eulne) aARejuasatday sajes apisur 1S Hl¥ M 00Z :ssa4ppy ol liig
£925-199 (655) :@uoyd ££9€6 VO ‘Vi3AVIN

14 W
wod AjunodeIapew@zao uclee :pewsy 1S Hlb M 00Z :ssa4ppy ol diys
Z1uQ uoley :3pejuo) Atewnd elape|y Jo AJuno) :1awo3sn)

S000£000-dO - INIWIDVIdI SHIOMIUNDIS TOM JLLIV - VHIAVI 40 ALNNOD
2jon) uonnjos

elapeyy Jo Juno) :sawosn)

S0+00£000

-dO - INJW3DV1d3Y

SHIOMIYNIIS 470M JLLYY
- V43AVIN 40 ALNNOD :3wep uogn|os

T2€T8£000-0S
S0+00£000-dO :# sjuswndoq

0T J0 t :# 9bed -
T202/81/0T :2eq




"ONI ‘INO3OYIANOD 40 NOLLYWHOSNI AYV.LITIdOdd ANV TVILNIAIINOD

Brem wig
ybram

V/N :u1buQ o Aunod

AisAljaq Jainpejnuew Aq

*Adea sawn
pa%003s Pnpoud

YAW 470M JLLOYY

00°8ST'p$ 68'T$ % 08vL 00°005°9T$ 0S°L$ 0oce 96-T0 VdON  NOLLVYOT1dX3 OIS VLVQA ¥YAW 410M DLLDYY  Y1dX3-UAW-MV 8
+202/S0/€0-€202/£0/€0 *wia L ‘JuswAed IST ul papnjou] :juswwo)
ubleM wia
aybram
¥/N :uibuQ o Auno)
*AeA sawi
Aaaljaq “1ainpeynuew Aq paxy203s 3onpold
SJI NXO09 YA
oT°Z$ W % 8LYL ST1°8Z$ €9'S$ S 96-10 VdON S@10 470M JLLOYY SOAS SOIT NX0g ¥aW XOg-4AW-MY £
+202/S0/€0-£202/£0/€0 :wJial “uawAed ST Ul papNjpU] :JUSWWOD
aybiam
V/N :u1BuQ jo Aguno)
Aiea sawn
AidAI13@ “1a4n1oRINUBW AQ PayI03s 1PNpold
SOI NS9E 301440 YAW 4T0M
00'988°C$ 8b'1$ % TLEL 0S'8£6'0T$ £9'G$ 0s6eT 96-10 YdON JLLOYY SATD SOAS SOIT NS9E ID1440 YAW S9EC-YAW-MV 9
Penuo)
S0Ud pspualxg  |8dld Iun 251d % 1si1 papusixg 30Ld IS un Ad ETR 40339S 21|qnd uogdudsaq aquinN waag | #
:0d J2wo3sn)
£5T9EL/LTO8T+ :duoyd 8¥COALNNOOMS :@I 43wo3sn)
wod*suosbiaauco®sulqgalsy :prews LE9E6 VD ‘VH3AVIW
suiqga)s eulge) aanejuasasday sajes apisur 5 I+¢ M 00z *SSuppv. oL lia
£975-199 (6SS) :auoyd Rl éw_n_uud
Wwod Ajunooelapew@ziouolee ijlews 1S Hl¥ M 00Z :Ssa4ppy ol diys
ZIJQ uoley :3oejuo) Auewnd eiapely Jo AQuno) :iswoisn)
S0¥00£000-d0O - LINJWIDVIdIY SHAOMIAYNDIS 4T0M JILAV - VIIAVIW 40 ALNNOD
2jonQ uonnjos
eiapely Jo AQuno) :iswosn)
S0+00£000
-dO - INJWIDVIdY
SHIOMIY™NDIIS 4T0M DLV

- V43AaVIW 40 ALNNQD :3weN uonnjos

TCET8LO00-0S
50$00£000-dO :# Syuawndoq

0T 40 G :# 3bed

220z/81/0T :=1eq




*ONI “INO39YIANOD 40 NOLLYIWYOLNI A4V.LITYd0Yd ANV TVILNIAIANOD

+20Z/S0/€0-£20T/£0/€0 w3y ‘JuswAed 3ST ul papnpul :JusWwo)

a
y6iam
V/N :uibuQ jo Aguno)

*AdeA sawn
AsdnipQ “Jeampejnuew Aq payd03s Pnpold
SS300V WYOLLY1d 410M

00'890°2$ ¥6°0$ % €6'vL 00°0SZ'8$ SL'E$ 002¢ 96-T0 VdON JILLOYV JIS SSIJIV WHOLLY1d 410M DLLOYY WO4LYId-MV 0T
$702/S0/€0-£202/£0/€0 :wia) “JuswAed IST Ul papnpu :JusWWo)
B6iam
¥/N :uibuQ jo Aguno)
*Aea sawg
AAljaQ *Jainpejnuew Aq paxo03s 1Npold
YAZ 13¥ D07 ¥AW 4T0M JI1S JLLOYY
00°246'p$ 9z'e$ % 68'HL 00°008'6T$ 00'6$ 00¢z 96-T0 VdON SOAS AL 13¥ 90T ¥AW - YALAAW-MVY YAL-YAW-MY 6
£202/S0/€0-£202/£0/€0 :wia) ‘JuawAhed ST ul papnpu :juswwo)
Peyguo)
3dUd papusixgy  [3dud Jun 251 % s1 pspusixgy 2dudsn (4D wis) 40103S J1|qnd uondudsag J2qQUINN W] | #
:0d Jawo3sn)y
£579€H/T08T+ :2uoyd 8PCOALNNOOMS :dI J3wo3sn)
wo02'3uoabiaAucO@suIqgaisy sjrewy ££9€6 VD ‘VH3IAVI
suIqgals euwyey aARejuasatday sajes apisur 15 Hib M 00z :sS34ppv oL liig
£925-T99 (655) @duoyd £eeas N3 im.w u_ouu_w_
wod*Ajunodelapew®zgiotuolee pewsy 1S Hibt M 00Z :ssa.4ppy ol diys
ZIJQ uoley :Pejuo) Aewnd elape|y Jo Ayuno) :Jawoisn)

S01700£000-dO - LNIWIDV1dIA SHAOMIUNIIS 4TOM J1LAY - VIIAVIW 40 ALNNOD

eispely Jo Auno)

S0+00£000

-dO - IN3JW3DV1d3Y
SHAIOMIINDIS 4T0M JLLIY
- V43aVIW 40 ALNNOD

TZ€ET8L000-0S
S0$00£000-dO

0T 409
ceoe/st/ot

awoisn)

:BWeN uongnjos

1# syuswnooqg
:# abed
:31eq

ajongd) uoilnjos




"ONI ‘INOIDYIANOD 4O NOLLYIWYOANI AYV.LINYOYd ANV TVLLNIAIINOD

¥202/S0/€0-€202/£0/€0 :wiaL ‘JuawiAed puz ul papnpu :juaWwWo)

ybrem wiqg
ybram
V/N :uibuQ jo Aguno)
*Aea sawn
AaAipQ “Ja1noeinuew Aq payd01s Pnpold
SOIT MYA
00°6S2°LL$ 79°6€$ % 6S°€L 00'005'262$ 00°0ST$ 0S6T 96-T0 YdON 470M SATD SOTT ¥3SN ¥AW 410M DLLDYY  ¥ISN-YAW-MV ZT
3210AUI pUZ
9€'88/'vb$ 0£'588'¢6T$ ‘le303qns ad%10Aul IST
#202/S0/€0-€202/£0/€0 w3 ‘JuswAed IST Ul PIpNpUL :UBWIWO)
M wig
BULTENY
V/N :ulbug jo Auno)
*Alea sawn
A1RAIQ “Ja.npeynuew Aq payd03s PnNpold
WYO41V1d 35vE JTOM asva
10°0$ 10°0$ % 0000T  00°0S.‘€$ 00°0S2’€$ 1 96-T0 VAON  DLLOYV OIS WYO4LY1d 3SVE STOM DLLDYY  -WYO4LV1d-MY TT
Pequo)
90Ud papuslxg  [3dud Jun 2sid % srpspusixy  |adudIsaun A w9y 40123S 21qnd uondudsag 43quinN W= | #
:0d ddwoisn)
£S79EHPLTOST+ :duUOYyd 8YCOALNNODMS :dI Jawo3sn)
w02 auoabisAuod@suIqgalsy prewy £E9€6 VO ‘VH3AVIW
suiqgals euwe) aanejuasatday sajes apisux 15 Emv M 00z $59appy oLl
£925-199 (65S) :@uoyd HER R éﬂoﬁn
wod*Ajunodesepew®zio uolee :jiewsy 1S Hib M 00Z :ssa4ppy ol diys
ZIJQ uoley :pejuo) Aewnd elape|y Jo Ajuno) :dawoisn)
S0¥00£000-dO - LNIWIDVIdIA SHIOMIUNDIIS 4TOM JILAY - VHIAVIW 40 ALNNOD
ajonQ uonnjos |
elapejy Jo Aquno) :1awoisn)
50002000 W
-0 - INIWIOV1dIY m
SXYOMIYNDIS STOM DLLAY ,
- YY¥3AaVIA 40 ALNNQD :3wep uogn|os
12£28£000-0S
S0¥00£000-dO :# Sjuawndoq
0T Jo £ :# 3beq -
2202/81/0T :3eq W



"ONI ‘INO3DYIANOD 40 NOLLYWYO-NI AYV.L3ITYdOYd ANV TYLLNIAIINOD

¥202/30/€0-£202/£0/€0 :w1a) “uswAed pug ul papnpul HusWIWI)

BULTENY
V/N :uibuQ jo Aunod

‘Aea sawn
AlanijaQ “Jainpejnuew Aq payd03s 1onpold
SJIT NS9E 01440 ¥AW 410M
00°£69'8% 9b'b$ % 9S°EL 05'968'7€$ (8'9T$ 0S6T 96-T0 VdON JLLOYY SATI SIAS SOI'T NS9E 301440 ¥AW S9E0-¥AW-MV ST

$20T/S0/£0-£202/£0/€0 :wa ) “JuswAed pug ui papnpu] :JusWWo)
ybom wig

ybrem
V/N :uibuQ o Aguno)

*Aiea sawn
Alai[aQ “4ainppeynuew Aq pay203s 1onpold
470M JLLOYY MH 291
8S'€LL'ES 6,'988'T$ % v8'L 00°000°ST$ 00°005°2$ [4 96-T0 VdON  SNNOD S0 SH0d M OTX8 YOSNIS SYS000T  -S-XXOT-YAW-MY T

$202/S0/€0-£202/£0/€0 wua ‘JuswAed puz ul papnjpu] :JusWiLIo)
ybam
V/N :uibuQ o Aguno)

‘AleA sawn
Asanl2q “sa.npejnuew Aq payd03s 1PNpold
000E-SZT SIIT AAS ¥AW 410M

05°£8T°0T$ SL0bS$ % £8'CL 00'005°2€$ 00°0ST$ 0S¢ 96-T0 VdON JLLOYY SATI SOIT YAS YAW JTOM JLLDYY 3S-UAW-MV €T
pequo)
93Ud papusixy  [3dud Jun 351d % IsM pspu=ixg dudisnun (A0 (EECT 40103S Jiqnd uondudsag 12quinN wag|#
:0d 43wo3sn)
€G79EH/TO8T+ duoyd 8¥COALNNOOMS :@I J2wo3sn)
Ww02'auoabiaAuco@suIqgalsy pews ££9€6 VO ‘V¥3AVIW

1S Hl¥ M 00T :ss2ippy ol [i'g
LE9E6 VD ‘VYIAVIW

suIqga)s eulney aARejuasatdsy sajes apisur
£925-199 (65S) @uUoyd

4 Wb
wodAjunodelapew®zoiouoiee jlewsy 1S HLb M 002 :ssa4ppy ol diys
ZIJQ uoley :3pejuo) Alewnd elgpe|y Jo AQuno) :1awoisn)

S0%00£000-dO - LNIWIDVIdIA SHIOMIUNIIAS 4TOM JLLIV - VHIAVYIN 40 ALNNOD
ajonQ uonnjos

BI3pE 4O AJUNOD :JaWoIsn)

S0+00£000

-dO - INJW3IDV1d3d

SHIOMIUNIIS 4T0M JLLIY
- Vd3QVIW 40 ALNNQD :3weN uonnjos

TZET8L000-0S
S0£00£000-dO :# sjuawndog

0T Jo 8 :# 9beq w3
7202/8T/0T :=1eg



"ONI ‘ANO3DYIANOD 40 NOLLYWIOSNI AUVLI4dOdd ANV TVLLNIAIINOD

Bram
V/N :ulbuQ jo Aguno)

*AueA sawn
AlaAij2Q “Ja1njoejnuew Ag paxd03s 1onpold
YAZ 134 90T ¥dW 470M OIS LYY

00'8€6'bT$ 6£°9% % S8'vL 00°00t'65$ 00°22% Qozce 96-T0 YdON SOAS YAZ 134 901 YA - YAL-YAW-MY YAL-YAW-MV 8T
¥202/S0/€0-€202/£0/€0 uua] ‘udwAed pug ul papnpu] :3uswwo)
Blam wia
ybism
¥/N :u1BuQ yo Agunod
*AleA sawn
AidAI)3Q “1a1njoRjNueW AQ PaXyD03s IDNpold
¥AW 470M JLLOUY
00'80t'21$ $9'S$ % E6'vL 00°00S‘6v$ 05'2Z$ 00ze 96-T0 VdON  NOLLVJOTdX3 OIS VLVA ¥YAW J10OM LYY  ¥1dX3-¥AW-MV /T
¥202/50/£0-€202/£0/€0 :wJa] ‘JuswAed puz ui papnpu :jusWWo)
:3ybiam wig
y6IMm
¥/N :uibuQ jo Aguno)
*AleA sawn
AsanljpQ “Jain1doejnuew Ag pay201s 1oNpold
SOIM NX089 ¥awW
ST'12$ ETY$ % E£6'vL SEb8$ (8'9T$ S 96-T0 VdON SA10 470M JLLOYY SDAS SOI'T NX09 yAW X0g-d4anW-Mv 9T
penuoy
VU papusixgy 82Ud Jun 281d % s papusixgy 3dUd 3s7 un A0 wie) 40393S 21|qnd uondudsag J3qWINN WAy | #
:0d J8wolsn)
£S79EP/T08T+ :duoyd 8¥COALNNOOMS :@I J3wo3isn)
wod auoabiaAuco@sulqqRisy :prews £E9€6 VD ‘VH3AVW
suIqgels euLne)y aARejuasatday sajes apisur 1S HiEM 00 :S52uppY OL Ing
E W
£925-199 (655) :@uoyd S 0 S_.w “_ou.#
wo2*Ajunodesapew @zUo uolee ijews 1S Hlb M 00Z :ssa4ppy ol diys
ZIUQ uoJley :pejuo) Atewud elape|y Jo Ajuno) :iawoisn)

S0£00£000-dO - INIWIDV1dIY SHAOMIUNIIS T0M DILYY - VIIAVIW 40 ALNNOD
ajond) uonnjos

elspely Jo AJuno) :iswoisn)

S0+00£000

-d0 - LNJW3IDV1d3Y

SHIOMIINDIS 470M JLLYY
- Vd3AVIW 40 ALNNQD :3weN uofnjos

12€¢8£000-0S
S0$00£000-dO :# Ssjuawndoqg

0T 40 6 :# 3bed -
2202/8T/0T :33eq



09'862'8LT$  6£'S08‘T$

"ONI ‘ANO39YIANOD 40 NOLLYWIOSNI AUVIITYdO¥d ANV TVLLNIAIINOD

SS'99/'9TL$  :|ej0L

$T0TS'EETS

G8'088°7ZS$ :|e303qns 2210AUI pUz

10°0$ 10°0$ % 00°00T

00°92Z'9% €8°C% % $8bL

00°0SZ'TT$ 00°0SZ'TT$

00°0S£'ve$ STIT$

$202/S0/€0-€202/£0/€0 :wis | “JuswAed puz u papnjpul JuswWo)

M wig
ybiem
V/N :uibuQ jo Agquno)y

*AleA sawn

A1dAI[RQ *1a1npejnuew AQ payd03Ss 1Npold

WYO4L1Y1d 3SvE 410M

T 96-T0 VdON DLWV JIS WAO4LY1d 3SYE 410M DLLOYY

#202/S0/£0-£202/£0/€0 *Wwia L -juswAed pug ui papnpu] :juswwo)
a

BTN
V/N :u1buQ jo Agunoy

*AdeA sawn

AlaAijaQ "Jaindejnuew Aq paxyd03s 19npo.d

SS320V WJOLLY1d 410M

00ce 96-T0 VdON JLLOYV OIS SSIDDV WHOLLY1d 410M JLLDYUY

$202/50/€0-€202/£0/€0 Wi ‘JuawAed puz ul pspnjou] :jusWIWOD

3asvda
-WYO4LV1d-MV 0T

WHO4LY1d-MV 6T

DU papuaixg  [3dld wun 251 %

s papusyg 0Ud 357 un

pequo)
Ao wR 403235 21|9nd uondudsag

JaquinN wap|#

EST9EPLTO8T+ duoyd

wo2'3u0abI3AUCOD)SUIGEaISY tjlewd
suIqgals eutgey

£975-199 (6SS) :@uoyd

wo2*'Ajunodesapew@z|o uoee ipewsy
ZIYO uosey :Jpoejuo) Atewnd

:0d 13wo3sn)
87COALNNODOMS :@I 4owo3sn)
LE9E6 VD ‘VYIAVIN

aARejussaiday sajes apisur 1S Hlb M 00T :ss=4ppyv ol li'g

L£9€6 YD ‘Vd3IAVIN
H Wy

1S Hlv M 007 :ssaippy ol diys

elape|y Jo Ajuno) :iawoisn)

S0¥00£000-dO - LNIWIDV1dIA SHIOMIUNIIS 4TOM JILYY - VHIAVIW 40 ALNNOD

eiapejy Jo AQuno) :uawoisn)

S0t00£000

-dO - LN3W3IDV1d3Y

SHYOMIYNDIS 470M DLLYY
- Vi3AVI 40 ALNNQD :3weN uognjos

TZEZ8L000-0S
S0£00£000-dO :# Sjuawndoqg

0T 40 0T :# 3bed
7202/81/0T :21e@

2jonQ) uonnjos






